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1. EXECUTIVE SUMMARY

1.1. Introduction

The Basel II framework was introduced following successive rounds of proposals and broad consultation with all interested parties between 1999 and 2003. This framework introduced comprehensive disclosure requirements for banks operating under the new legislative framework. The disclosure requirements fall under Pillar 3 of the CRD which requires Banks to publish certain information relating to their risk management and capital adequacy.

The main objective of the Basel II framework is to further strengthen the soundness and stability of the international banking system via better risk management, by bringing regulatory capital requirements in line with International best practices. The framework was subsequently updated with implementation beginning in 2007. The Basel II framework stipulates a minimum level of capital that banks must maintain to ensure that they can meet obligations, cover unexpected losses; and promote stakeholders confidence.

1.2. Pillar 3 Regulatory Framework

The framework laid down the new supervisory regulations governing banks and banking groups, which have been comprehensively revised following the changes that have been introduced in international regulations. The framework also considers developments in the risk management process, methodologies adopted by banks and the new policies and criteria underpinning supervisory activity.

The Basel II Framework is structured around three pillars:

**The first pillar** introduces capital requirements to support the risks that characterise banking and financial activity (credit risk, counterparty risk, market risk and operational risk). To this end, the regulations provide for alternative methods for calculating capital requirements featuring different levels of complexity in the approaches taken to measuring risk.

**The second pillar** requires banks to adopt a strategy and control process for assessing current and prospective capital adequacy, embedded in its business activities and operational complexities. It charges supervisory authorities with the task of ascertaining the reliability and consistency of results and of adopting, where necessary, appropriate corrective measures.

**The third pillar** introduces disclosure requirements concerning capital adequacy, risk exposure and the general features of the related risk management and control systems. The disclosure requirements compliment the two other pillars of the CRD, the minimum capital requirement (Pillar 1) and the supervisory review process (Pillar 2) which Zenith Bank has captured within its Internal Capital Adequacy Assessment Process (ICAAP) report.

The approach provides for the precise measurement of a broader range of risks and ensures that capital requirements are linked more closely to the actual risk exposure of each intermediary. Moreover, it provides incentives for Zenith Bank to improve its management practices and risk measurement techniques, including possible reductions in the amount of capital they are required to hold. The system also ensures a more level competitive playing field, with the expanded harmonisation of activities and techniques, and enhances the role of market discipline with the introduction of specific disclosure requirements.

In line with regulatory requirements for Pillar 1, the bank has adopted the Standardized Approach for Credit and Market Risks measurements while using the Basic Indicator Approach for Operational Risk. However, we carried out capital charge assessments using Internal Ratings Based (IRB) approach, Internal Models Approach and Standardised Measurement Approach (SMA) for credit risk, market risk and operational risk respectively as part of our economic capital assessment. In arriving at our Internal Capital Adequacy Assessment Process (ICAAP) ratios, the bank selected the higher of regulatory capital charge or internal/advanced measurement assessment in conformance with our prudence principle.
The aim of the disclosures is to encourage market discipline and allow market participants and stakeholders to assess key pieces of information on risk exposures and the risk assessment process.

1.3. Disclosure Policy

The bank regards information as confidential if there are obligations to customers or other counterparty relationships binding the bank. In the event that any of such information is omitted, we shall disclose such and explain the grounds why it has not been disclosed. The CBN Pillar III disclosure requirements allow banks to omit one or more of the disclosures listed if the information provided by such disclosures is not regarded as material. The requirements similarly allow banks to omit items of information from being disclosed; if the information is regarded as proprietary or confidential. The Bank Board of Directors will review any of such omissions as part of the overall approval process. However, Zenith Bank regards information as proprietary if sharing that information with the public would undermine its competitive position. Proprietary information may include information on products or systems, strategies which if shared with competitors, would have the potential of negatively impacting on our competitive edge. Disclosures are prepared in conjunction with the preparation of the annual statements of accounts. We have not omitted any material disclosures in this document.

1.4. Scope of Application

Zenith Bank Plc disclosures have been prepared in accordance with best practices and in compliance with the CBN guidance notes on Pillar 3, which covers the qualitative and quantitative disclosure requirements therein. The disclosures should be read in conjunction with the bank’s Directors’ Report and Financial Statements for the corresponding financial year.

1.5. Frequency/Location

The Pillar 3 Disclosures Report will be made on bi-annual basis in congruence with financial statement disclosures of the bank and will be published on the bank’s website at www.zenithbank.com together with or shortly after the Directors’ Report and Financial Statements.
2 BUSINESS STRUCTURE & ACTIVITIES OF THE BANK

2.1 Organisational/Legal structure

2.1.1 Zenith Bank’s Legal Entities
Zenith Bank Plc has controlling interest in banking and non-banking subsidiaries in Nigeria, Africa and Europe. Zenith Bank Pensions Custodian Limited and Zenith Nominees limited were incorporated in Nigeria while the remaining legal entities were incorporated in their respective countries. The figure below shows the Bank’s legal entities (and ownership interest). Figure 1: Zenith Bank Plc Legal Entities

(1) Percentages indicate interest held

Our material legal entities based on strategic importance are Zenith Bank UK, Zenith Bank Ghana and Zenith Pension Custodian Limited. Zenith Bank Ghana controls a significant proportion of the Ghanaian market; the entity is one of the largest commercial banks in Ghana, while Zenith Bank UK Limited is the main hub for the Bank’s trade finance activities. Zenith Pension Custodian Limited is considered strategically important due to the goodwill and brand value.

Zenith Bank UK and Zenith Bank Ghana, both contribute towards our expansion strategy in the African market. In terms of financial performance in the last audited accounts, all subsidiaries contributed 14.7% to the Group’s operating income. Amongst the Bank’s foreign subsidiaries, Zenith Bank Ghana and Zenith Bank UK contributed the largest share to the Group’s operating income (10.1% and 3.1% respectively). Zenith Pension Custodian Limited was the next highest contributor to the Group’s profit (1.6%).
2.1.2 Intra-Group Financial Linkages

As at December 31, 2018, the amount of NGN3,425 billion was guaranteed by the Bank for assets held by its subsidiary, Zenith Pensions Custodian Limited under the custodial business as required by the National Pensions Commission. The Bank’s exposure is limited to the unutilized portion of the funds.

Table 1: Summary of Intra-group Interconnectedness and Impact Assessment

<table>
<thead>
<tr>
<th>Intra – Group Interconnected Services</th>
<th>Business activity affected</th>
<th>Impact to subsidiary on sudden discontinuance</th>
<th>Mitigation/Control</th>
</tr>
</thead>
</table>
| Technology Support Services          | Core Banking activities of the subsidiaries. | Medium                                      | • Routine IT audit  
• Resident IT professionals from Head Office with direct reporting line to the CIO |
| Credit Approval                      | Loans and Advances          | Low                                          | • Centralized credit approval process  
• Global Credit Committee (Membership-Executive Management)  
• Standardized credit policies and procedures across the group |
| Staff Secondment                     | Staffing                    | Low                                          | • Secondment of Staff is based on skill, competence and need  
• Some of the Executive Management in the Subsidiaries are seconded from Head Office. |
| Card Services                        | Card Management             | Low                                          | • Card production and distribution is centralized.  
• Robust In-house card management system  
• Payment Card Industry Data Security Standard (PCIDSS) compliant. |
| Financial Control                    | Financial control and reporting | Low                                        | • Standardized financial control and reporting system across the group  
• The Chief Financial Officer has oversight function across the Group  
• Consolidated financial report  
• Alignment of Regulatory requirements of various jurisdiction to that of the Parent |
| HR services                          | Secondment and training     | Low                                          | • Recruitment of competent resources |
| Compliance                           | Compliance with regulatory  | Medium                                      | • Recruitment of competent resources  
• Compliance requirements in jurisdictions of operations e.g. GDPR in Zenith UK |
| Legal                                | Contract/SLA reviews        | Low                                          | • Recruitment of competent resources Cross postings and secondment |
| Internal audit                       | Quality assurance           | Low                                          | • Documented policies and procedure  
• Training to staff in subsidiaries |
2.1.3 Intra-group Interconnectedness

The Bank provides various value-adding services to its international subsidiaries. We currently have a Liaison office that handles all administrative services for the various subsidiaries (e.g. organizing meetings, training, etc.). Services provided to subsidiaries by the Bank include the following:

- Technology support services: IT system hosting, maintenance support, etc. (this service is provided to all entities excluding Zenith Bank UK)
- Credit approval: we approve all credits for the various entities, including Zenith Bank UK
- HR Services: we provide key staff (Staff secondment) to various entities (excluding Zenith Bank UK) within their various divisions (e.g. IT, Financial Control, Internal Control, etc.), training and other support activities
- Card services: we produce all debit cards for our subsidiaries, and provide card management support services
- Financial Control: we provide financial control support services to our subsidiaries
- Legal services and compliance: the subsidiaries receive legal advice and guidance superior to that which is obtainable in their local region. Functions include routine legal advice, guidance on regulatory issues, review of SLAs
- Risk Management: The Bank’s Risk Management framework provides risk assurance processes across the group. It provides oversight functions to its subsidiaries on an enterprise basis. The department carry out routine visit to the subsidiaries to provide support and guidance from time to time.
- Internal audit: The Bank’s internal audit provides compliance and internal control oversight functions to its subsidiaries. The units visit the subsidiaries to provide internal audit support.
- Placements: The Bank places its excess funds with its related banking entities and earns interest income on these amounts. Interest rates and Commission on Turnover (COT) are charged at the prevailing market rates. The subsidiaries are also allowed to place funds with the Bank.

Fund placement is considered material to our Bank as our subsidiaries/related entities may not have immediate or easy access to the funds in the event of a major crisis within Zenith Bank Plc.
2.2 Zenith Bank’s Financial Performance

The Bank’s financial performance for 30 June 2019 was audited by KPMG Professional Services. Zenith Bank’s financial performance and financial Position for the period ended June 30, 2019 and December 31, 2018 financial year is summarised in the following tables.

Table 2: Zenith Bank Plc Statement of Financial Position (SOFP)

<table>
<thead>
<tr>
<th>Consolidated and Separate Statements of Financial Position as at 30 June, 2019</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Consolidated and Separate Statements of Financial Position</strong></td>
</tr>
<tr>
<td><strong>as at 30 June, 2019</strong></td>
</tr>
<tr>
<td><strong>Note(s)</strong></td>
</tr>
<tr>
<td>In millions of Naira</td>
</tr>
<tr>
<td>---------------------------------------------------------------</td>
</tr>
<tr>
<td><strong>Assets</strong></td>
</tr>
<tr>
<td>Cash and balances with central banks</td>
</tr>
<tr>
<td>Treasury bills</td>
</tr>
<tr>
<td>Assets pledged as collateral</td>
</tr>
<tr>
<td>Due from other banks</td>
</tr>
<tr>
<td>Derivative assets</td>
</tr>
<tr>
<td>Loans and advances</td>
</tr>
<tr>
<td>Investment securities</td>
</tr>
<tr>
<td>Investment in subsidiaries</td>
</tr>
<tr>
<td>Deferred tax asset</td>
</tr>
<tr>
<td>Property and equipment</td>
</tr>
<tr>
<td>Intangible assets</td>
</tr>
<tr>
<td><strong>Total assets</strong></td>
</tr>
<tr>
<td><strong>Liabilities</strong></td>
</tr>
<tr>
<td>Customers’ deposits</td>
</tr>
<tr>
<td>Derivative liabilities</td>
</tr>
<tr>
<td>Current income tax payable</td>
</tr>
<tr>
<td>Deferred tax liabilities</td>
</tr>
<tr>
<td>Other liabilities</td>
</tr>
<tr>
<td>On-lending facilities</td>
</tr>
<tr>
<td>Borrowings</td>
</tr>
<tr>
<td>Debt securities issued</td>
</tr>
<tr>
<td><strong>Total liabilities</strong></td>
</tr>
<tr>
<td><strong>Capital and reserves</strong></td>
</tr>
<tr>
<td>Share capital</td>
</tr>
<tr>
<td>Share premium</td>
</tr>
<tr>
<td>Retained earnings</td>
</tr>
<tr>
<td>Other reserves</td>
</tr>
<tr>
<td><strong>Attributable to equity holders of the parent</strong></td>
</tr>
<tr>
<td>Non-controlling interest</td>
</tr>
<tr>
<td><strong>Total shareholders’ equity</strong></td>
</tr>
<tr>
<td><strong>Total liabilities and equity</strong></td>
</tr>
</tbody>
</table>
For the period ended 30 June 2019, loans and advances to customers and Treasury Bills were the highest contributors to Group assets. The same class of assets were also the highest contributors for the Bank. As at 30 June 2019, loans and
advances to customers and Treasury Bills were 30.5% and 17.1% of the Group’s total assets respectively. For the same period, loans and advances to customers and Treasury Bills accounted for 35.2% and 16.9% of the Bank’s total assets respectively.

Customers’ deposits for the Group accounted for 75.0% of total liabilities as at June 2019, while borrowings contributed 11.7% to total liabilities. For the bank, Customers’ deposits and borrowings contributed 70.3% and 14.5% respectively to its total liabilities as at June 30, 2019. As at December 2018, Customer deposits decreased slightly to 71.8% of the Group’s total liabilities, while Borrowings contributed 15.5% (December 2018). For the same period, Customers’ deposits and borrowings accounted for 65.9% and 19.1% respectively of the bank’s total assets.

As at June 2019, the Group’s Profit after Tax (PAT) was N88.9bn an increase of N7.14bn over the PAT recorded for the period ended June 2018. Likewise for the bank, there was an increase of N9.0bn in Profit after Tax (PAT) from N66.4bn recorded for the period ended June 2018 to N75.4bn for the period ended June 2019.
2.3 Zenith Bank Capital Structure

In 2014 financial year, we commenced capital computations in accordance with Basel II standard under the guidelines issued by the CBN. The capital requirement for the Bank has been set at 15% and an addition of 1% as a D-SIB.

The table below shows the computation of our capital adequacy ratio for June 2019 as well as FY December 2018 comparatives. During both periods, all legal entities complied with all the externally imposed capital requirements to which they are subject. The Bank’s Capital Adequacy Ratio (CAR) based on the audited position as at June, 2019 was 21% (December 2018 was 24%). The Bank’s capital adequacy ratio is above the minimum statutory requirement.

**Table 4: Zenith Bank Plc Capital**

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Tier 1 capital</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Share capital</td>
<td>15,698</td>
<td>15,698</td>
<td>15,698</td>
<td>15,698</td>
<td>15,698</td>
<td>15,698</td>
<td>15,698</td>
<td>15,698</td>
</tr>
<tr>
<td>Share premium</td>
<td>255,047</td>
<td>255,047</td>
<td>255,047</td>
<td>255,047</td>
<td>255,047</td>
<td>255,047</td>
<td>255,047</td>
<td>255,047</td>
</tr>
<tr>
<td>Statutory reserves</td>
<td>184,166</td>
<td>184,166</td>
<td>143,320</td>
<td>143,320</td>
<td>163,370</td>
<td>163,370</td>
<td>127,865</td>
<td>127,865</td>
</tr>
<tr>
<td>Retained earnings</td>
<td>314,695</td>
<td>314,695</td>
<td>346,215</td>
<td>346,215</td>
<td>224,200</td>
<td>224,200</td>
<td>263,781</td>
<td>263,781</td>
</tr>
<tr>
<td>IFRS 9 Transitional Adjustment</td>
<td>-</td>
<td>64,901</td>
<td>-</td>
<td>64,901</td>
<td>-</td>
<td>62,129</td>
<td>-</td>
<td>62,129</td>
</tr>
<tr>
<td><strong>Total qualifying Tier 1 capital</strong></td>
<td>773,335</td>
<td>838,236</td>
<td>764,009</td>
<td>828,910</td>
<td>662,044</td>
<td>724,173</td>
<td>666,120</td>
<td>728,249</td>
</tr>
<tr>
<td>Deferred tax assets</td>
<td>(11,846)</td>
<td>(11,846)</td>
<td>(9,513)</td>
<td>(9,513)</td>
<td>(10,988)</td>
<td>(10,988)</td>
<td>(9,197)</td>
<td>(9,197)</td>
</tr>
<tr>
<td>Intangible assets</td>
<td>(16,752)</td>
<td>(16,752)</td>
<td>(16,678)</td>
<td>(16,678)</td>
<td>(15,556)</td>
<td>(15,556)</td>
<td>(15,399)</td>
<td>(15,399)</td>
</tr>
<tr>
<td>Investment in capital of financial subsidiaries</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>(57,240)</td>
<td>(57,240)</td>
<td>(25,604)</td>
<td>(24,145)</td>
</tr>
<tr>
<td>Adjusted Total qualifying Tier 1 capital</td>
<td>744,737</td>
<td>809,638</td>
<td>737,818</td>
<td>802,719</td>
<td>578,260</td>
<td>640,389</td>
<td>641,524</td>
<td>703,653</td>
</tr>
<tr>
<td><strong>Tier 2 capital</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Other comprehensive income (OCI)</td>
<td>42,339</td>
<td>42,339</td>
<td>48,354</td>
<td>48,354</td>
<td>(10,196)</td>
<td>(10,196)</td>
<td>(9,858)</td>
<td>(9,858)</td>
</tr>
<tr>
<td><strong>Total qualifying Tier 2 capital</strong></td>
<td>42,339</td>
<td>42,339</td>
<td>48,354</td>
<td>48,354</td>
<td>(10,196)</td>
<td>(10,196)</td>
<td>(9,858)</td>
<td>(9,858)</td>
</tr>
<tr>
<td>Net Tier 2 Capital</td>
<td>42,339</td>
<td>42,339</td>
<td>48,354</td>
<td>48,354</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td><strong>Total regulatory capital</strong></td>
<td>787,076</td>
<td>851,977</td>
<td>786,172</td>
<td>851,073</td>
<td>578,260</td>
<td>640,389</td>
<td>641,524</td>
<td>703,653</td>
</tr>
<tr>
<td><strong>Risk-weighted assets</strong></td>
<td>2,110,336</td>
<td>2,110,336</td>
<td>2,050,298</td>
<td>2,050,298</td>
<td>1,796,564</td>
<td>1,796,564</td>
<td>1,755,076</td>
<td>1,755,076</td>
</tr>
<tr>
<td>Credit risk</td>
<td>109,302</td>
<td>109,302</td>
<td>88,914</td>
<td>88,914</td>
<td>57,603</td>
<td>57,603</td>
<td>53,562</td>
<td>53,562</td>
</tr>
<tr>
<td>Market risk</td>
<td>965,056</td>
<td>965,056</td>
<td>945,361</td>
<td>945,361</td>
<td>881,691</td>
<td>881,691</td>
<td>881,691</td>
<td>881,691</td>
</tr>
<tr>
<td>Operational risk</td>
<td>3,184,703</td>
<td>3,184,703</td>
<td>3,084,573</td>
<td>3,084,573</td>
<td>2,735,858</td>
<td>2,735,858</td>
<td>2,690,329</td>
<td>2,690,329</td>
</tr>
<tr>
<td><strong>Total risk-weighted assets</strong></td>
<td>25%</td>
<td>27%</td>
<td>25%</td>
<td>28%</td>
<td>21%</td>
<td>23%</td>
<td>24%</td>
<td>26%</td>
</tr>
</tbody>
</table>
3 Zenith Bank’s Business Model

3.1 Business Strategy

The overall vision of the Bank is "to build the Zenith brand into a reputable international financial institution recognized for innovation, superior performance while creating premium value for all stakeholders".

The Bank’s principal strategy is aimed at promoting growth and profitability of banking activities, due to our decision to comply with CBN Banking Activities Regulation by divesting from subsidiaries that carry out non-banking activities. We are pursuing organic growth in the short to medium-term. In the longer-term period, we intend to improve (through creation and enhancement of new markets and products and services), consolidate (through superior customer services), the local and international acceptance of our brand. Our growth and marketing plans will seek to optimize strengths, maximize available opportunities and minimize identified threats while taking steps to mitigate the effects of observed weaknesses.

The strategic objectives of our Bank include:

- To deliver superior service experiences to all our customers at all times;
- Develop deeper and broader relationship with all clients and strive to understand their individual & industry peculiarities with a view to developing specific solutions for each segments of our customer base;
- Expand our operations by adding new distribution channels and entering into new markets; and
- Maintain our position as a leading service provider in Nigeria while expanding our operations internationally in West Africa and the financial capitals of the world.

To achieve these objectives, the Bank will implement the following key strategies:

- We will employ the best information and communication technology platform and banking innovation available to create convenient banking channels and products for our customers;
- We will Continually enhance our processes, procedures and systems platforms to deliver new capabilities and improve operational efficiencies and achieve economies of scale;
- We will strive to have more products offering in the traditional banking areas than any bank in our key markets;
- We will focus on enveloping all our markets by creating products and services that are industry-specific to serve the needs of our key customers;
- We will ensure we are bankers to all key officers of our key corporate customers;
- We will optimally expand our branches and business office in Nigeria to rank amongst the biggest players in the market whilst ensuring operational efficiency. The branch network should adequately cover every state in Nigeria and key commercial cities and town;
- We will target new markets in Africa whilst expanding our existing network in the key countries in West Africa where we already have a presence;
- Trade flows within the sub-region is currently routed through Europe; none of the big banking/financial institutions operating in the sub-region is focusing on financing the import and export trade in the sub-region and/or channeling these transactions through its operations. We will target this market as well as positioning ourselves to take advantage of other emerging opportunities in the sub-region.

Other strategies that the Bank intends to implement to achieve its growth, includes:

- Continue to seek, employ and retain the best personnel available;
- Continuous investment in training and re-training of its personnel;
- Maintain and reinforce its core customer service delivery charter;
- Sustain strong profitability and ensure adequate Return on Equity (ROE);
- Sustain strong balance sheet size with adequate Liquidity and Capital base;
- Sustain its brand and premium customer services;
- Focus on cautious and synergistic global expansion;
- Remain customer service focused;
- Retain emphasis on the use of technology as a competitive tool; and
• Maintain strong risk management and corporate governance practices.

3.2 Macroeconomic Events and the Bank’s Strategy

The daily crude oil production for 2019 compared to 2018 (2.3 million barrels including condensate) is expected to remain stable though this higher than the actual production of 1.9 million barrels in 2018. Expected increase of budget compared to actual production along with an expected increase in world oil prices is anticipated to aid the government in the supply of foreign exchange to support business needs. In addition, tension in the Middle East and the trade war between the US and China would have a positive impact on oil price from the perspective of an oil producing country. However, the uncertainty about the performance of the economy and negative returns in the Nigerian stock markets may result in sustained profit-taking by foreign investors while repatriating FX to their respective countries. The following key events occurred during this period which were material to the capital adequacy, liquidity, asset quality and profitability of the Bank. These events include:

1. Profits and balance sheets remained under pressure as interest income decreased due to weak credit creation and non-performing loans (NPLs).
2. Heightened competition for retail deposit as government bond yield have stayed elevated.
3. Price volatility of crude oil
4. Delay in budget passage and implementation.

The above developments were reviewed and analyzed through various test scenarios to know their impact on the bank’s business strategy. The stress tests scenarios modelled are as follows:
• Devaluation of the Naira,
• Change in monetary policy - Monetary Policy Rate (MPR) and Cash Reserve Ratio (CRR),
• Major regulatory infraction by the UK subsidiary leading to bail out by the Bank,
• Credit rating downgrade resulting from board crisis / corporate governance issues,
• Default by top three obligors,
• Significant loss of deposit due to Management failed strategy some major customers diverting their deposits to other high yielding investment opportunities (i.e. T-Bills),
• Cyber-attack; and
• Threatened sovereign default and Zenith Bank failed strategy.

We have created hypothetical but plausible scenarios with respect to performance as an important risk management tool for internal risk management. This alerts us on the adverse unexpected outcomes related to various risks and provides an indication of the amount of capital required to absorb loses should large shocks occur, and the effect of these shocks on liquidity and asset quality. It provides an indication on the level of capital and liquidity necessary to endure deteriorating economic and market conditions.

We have a stress and scenario-testing framework, which is used to stress our base case projections in order to assess the adequacy of our capital levels, capital buffer and capital ratios and liquidity.

3.3 Zenith Bank’s Core Business Lines (CBL)

Zenith Bank Plc’s service offerings covers most aspects of banking and caters to banking needs of public and private sector clients. The Bank’s service offerings largely constitute its core business lines; these include – Corporate Banking, Institutional and Investment Banking, Retail Banking and Public Sector Banking. These business lines were determined based on several quantitative and qualitative factors. Quantitative factors include each business line’s contribution to total bank revenue, pre-tax operating profit and contribution to total assets.
Other non-core business lines (i.e. support services) with strategic importance to the Group are Operations and IT Division, Trade Services and Foreign Exchange services and Treasury services. These business lines act as support services for the bank’s key business lines.

### 3.3.1 Corporate Banking
The Bank’s corporate banking business line, offers a wide range of services to multinationals, large-local conglomerates and corporate clients with an annual turnover in excess of N500 million. The unit is focused on providing superior banking services and customised banking products to the top tier end of the market. Within this business line, industry specific desks or sub-units exist to facilitate efficient and effective management of the relationships with the unit’s corporate customers. The sub-units include Transport & Aviation, Conglomerates, Breweries & Beverages, Oil & Gas, Power & Infrastructure, and Private Banking.

### 3.3.2 Retail Banking
The Bank’s retail banking business line focuses on small and medium enterprises (SMEs), consumer businesses and commercial businesses with annual turnover of less than N500 million. Consumer business consists of personal, current and savings account customers and all unincorporated entities (e.g. societies, clubs, churches, mosques, etc.). We extend loans and advances in the forms of overdrafts, import finance lines, term loans and leases (for customers involved in sales and distribution of Fast Moving Consumer Goods and key distributors).

### 3.3.3 Treasury & Investment Banking
Zenith Bank’s institutional and investment banking business line manages the Group’s business relationship with other banks, financial institutions, multilateral agencies, securities houses, insurance companies, asset management companies and other non-bank finance companies, private equity and venture funds.

The team, through its Treasury sub unit provides ancillary services such as market making, derivatives trading, fixed income instruments, foreign exchange, and manages the group’s correspondent banking relationships. The Treasury sub-group’s activities are carried out through the following four units: the Liability and Deposit Management Unit, Bonds Trading unit, foreign currency trading unit and the Treasury Naira and Fixed Income Trading Unit.

### 3.3.4 Public Sector Banking
Zenith Bank’s public sector business line provides services to all tiers of government (federal, state and local government), ministries, departments and agencies, non-profit organisation, embassies and foreign missions. Services offered to our public sector clients includes revenue collection schemes, cash management, deposit and investment, electronic payroll systems, offshore remittances and foreign exchange and project finance.

#### Table 5: Quantitative factors for Zenith Bank’s CBL for the period ended 30th June 2019 (audited)

<table>
<thead>
<tr>
<th></th>
<th>Corporates</th>
<th>Public</th>
<th>Retail</th>
<th>Commercial/SMEs</th>
<th>Consolidated</th>
</tr>
</thead>
<tbody>
<tr>
<td>Total revenue</td>
<td>193,939</td>
<td>37,693</td>
<td>21,114</td>
<td>69,455</td>
<td>322,201</td>
</tr>
<tr>
<td>Total expenses</td>
<td>(132,128)</td>
<td>(24,471)</td>
<td>(11,649)</td>
<td>(46,595)</td>
<td>(214,843)</td>
</tr>
<tr>
<td>Profit before tax</td>
<td>61,811</td>
<td>13,222</td>
<td>9,465</td>
<td>22,860</td>
<td>107,358</td>
</tr>
</tbody>
</table>

#### Table 6: Contribution of subsidiaries to the Group as at 30th June 2019 (audited)
### 3.4 Risk Rating for Zenith Bank Core Business Lines

We adopt an integrated approach to risk management by bringing all risks together under a limited number of oversight functions. Risk challenges are addressed through the Enterprise Risk Management (ERM) Framework supported by a governance structure consisting of board level and executive management committees.

We consider risk related issues in all business decisions and continually strive to maintain a conservative balance between risk and revenue consideration. Our risk management policies and systems reflect changes in markets, products and international best practices.

The Bank’s risk appetite is the core instrument used in aligning the overall corporate strategy, capital allocation and risk management. The Bank has a comprehensive risk appetite framework linked to its corporate strategy and risk culture. As part of our risk appetite framework, we conduct Risk Control Self-Assessment frequently. This assessment provides details on risk tolerance per risk category for each business/department across the entire bank. It also includes a nature of the threat, controls/mitigants, residual impact and early warning mechanisms for each risk. Appendix 4 contains a summary of our Bank’s Business Risk Register.

Zenith Bank adopts a conservative approach to risk taking. As a result, our risk appetite is set at a level that minimizes the chance of earnings or capital erosion due to avoidable losses or from frauds and operational inefficiencies.

All activities in the Bank have been profiled and the key risk drivers and threats in them identified. Mitigation and control techniques have been determined in tackling each of these threats. The following is a summary of key areas of risk which affect the Bank’s core business lines, categorised such risks as Low, Moderate, Above Average or High:
Table 7: Risk Rating for Zenith Bank’s Core Business Lines (CBL)

<table>
<thead>
<tr>
<th>Core Business Line</th>
<th>Major Risk Drivers/Threats</th>
<th>Inherent Risk</th>
<th>Tolerance Level</th>
<th>Mitigation Techniques</th>
<th>Risk Rating</th>
</tr>
</thead>
</table>
| Corporate Banking  | ● Lack of technical expertise / complexity of transactions  
                      ● Diversion of funds by customers  
                      ● Market instability  
                      ● Market forces – Increasing competition  
                      ● Change in government/ regulatory policies.  
                      ● Possibility of default  
                      ● Improper structuring of facilities  
                      ● Increased production cost  
                      ● Energy Crisis/Power problems  
                      ● Raw materials challenges | ● Credit  
                      ● Operational  
                      ● Market  
                      ● Liquidity  
                      ● Reputational  
                      ● Strategic | ● Medium  
                      ● Low  
                      ● Low  
                      ● Low  
                      ● Low  
                      ● Low | ● Proper structuring of credit & underwriting.  
                      ● Sound credit selection process by the bank.  
                      ● Ensure adequacy of collateral  
                      ● Lending to mainly top and tested companies in the sector.  
                      ● Highly experienced staffing and sound management team.  
                      ● Quality customer service & relationship management  
                      ● Use of Credit Bureau  
                      ● Deployment of appropriate products. | Medium |
| Retail Banking     | ● Lack of Technical know-how of Bank staff  
                      ● Possibility of default on loans  
                      ● Misappropriation/diversion of loan by customers  
                      ● Competition from other banks  
                      ● Government policies  
                      ● Poor succession plan of customers | ● Credit  
                      ● Operational  
                      ● Funding Risk  
                      ● Reputational  
                      ● Strategic | ● Medium  
                      ● Low  
                      ● Low  
                      ● Low  
                      ● Low | ● Adequate staff training  
                      ● Effective relationship management  
                      ● Limit exposure to this group  
                      ● Focus lending mainly to customers/Key Distributors of blue chip companies  
                      ● Ensure adequate security coverage  
                      ● Confirm Bank verification number (BVN)  
                      ● Prompt monitoring of activities  
                      ● Appropriate pricing | Low |
| Treasury and Investment Banking | ● Lack of technical expertise/complexity of transactions  
                           ● Improper structuring of facilities/specialized demand  
                           ● Poor credit pricing  
                           ● Challenges in global economic environment.  
                           ● Change in government/ regulatory policies | ● Credit  
                           ● Operational  
                           ● Market  
                           ● Liquidity  
                           ● Reputational  
                           ● Strategic | ● Low  
                           ● Low  
                           ● Medium  
                           ● Medium  
                           ● Low  
                           ● Low | ● Highly experienced staffing and sound management team  
                           ● Proper monitoring of exposures  
                           ● Attract growth in domiciliary deposits at reasonable cost.  
                           ● Source for multilateral funding at a reasonable cost.  
                           ● Drive for a robust liquid asset base.  
                           ● Take advantage of new fixed income products e.g. CP’s and other derivative products. | Low |
| Public Sector Banking | ● Unstable government policies  
                       ● Competition  
                       ● Macro-economic factors  
                       ● Sudden call for deposit | ● Operational  
                       ● Interest Rate /market Risk  
                       ● Liquidity  
                       ● Credit  
                       ● Regulatory | ● Low  
                       ● Low  
                       ● Low  
                       ● Low  
                       ● Low | ● Limit concentration to this group  
                       ● Adequate buffer in liquidity assessments is provided for because of volatilities  
                       ● Investment of funds in liquid/ near assets  
                       ● Ensure domiciliation of proceeds | Medium |
4 Risk Management

4.1 Enterprise Risk Management

The bank adopts an integrated approach to risk management by bringing all risks together under a limited number of oversight functions. The bank addresses the challenge of risks comprehensively through the Enterprise Risk Management (ERM) Framework by applying practices that are supported by a governance structure consisting of board level and executive management committees. As part of its risk management policy, the bank segregates duties between market facing business units and risk management functions while management is governed by well-defined policies which are clearly communicated across the Group.

Risk related issues are taken into consideration in all business decisions and the Group continually strives to maintain a conservative balance between risk and revenue consideration. Risk culture and education is always on the ascendency across the group.

4.2 Risk Management Philosophy/Strategy

In the course of conducting our business operations, we are exposed to a variety of risks including Market, Credit, Liquidity, Operational and other risks that are material and require comprehensive controls and ongoing oversight. These risks are monitored by our core business management as well as our independent risk control groups.

- The group considers sound risk management practice to be the foundation of a long lasting financial institution.
- The group continues to adopt a holistic and integrated approach to risk management and therefore, brings all risks together under one or a limited number of oversight functions.
- Risk management is a shared responsibility. Therefore the Group aims to build a shared perspective on risks that is grounded in consensus. Decisions are mainly driven by a collective action at defined committee meetings.
- There is clear segregation of duties between market facing business units and risk management functions.
- Risk Management is governed by well-defined policies which are clearly communicated across the Group.
- Risk related issues are taken into consideration in all business decisions. The Group shall continually strive to maintain a conservative balance between risk and revenue consideration.

4.3 Risk Appetite

Zenith Bank Plc has a relatively modest risk appetite as the bank is well aware of the various risks associated with the business of banking globally and particularly those risks to which the bank is exposed. Typically, these risks relate to the very nature of banking activities – sourcing of funds, the creation of assets, meeting operational needs and counterparty obligation.

The bank’s risk appetite is reviewed by the Board of Directors annually, at a level that minimizes erosion of earnings or capital due to avoidable losses or from frauds and operational inefficiencies. This reflects the conservative nature of Zenith Group as far as risk taking is concerned.

The risk appetite describes the quantum of risk that the Bank will assume in pursuit of its business objectives at any point in time. For the Group, it is the core instrument used in aligning its overall corporate strategy, its capital allocation and risks.

The bank sets tolerance limits for identified key risk indicators (“KRIs”), which serve as proxies for the risk appetite for each risk area and business/support unit. Tolerance levels for KRIs are jointly defined and agreed upon by the business/support units and are subject to annual reviews.
4.4 Risk Management Policies and Procedures

Zenith Bank manages its risks in a structured, systematic and transparent manner through a global risk policy which embeds comprehensive risk management processes into the organizational structure and risk measurement and monitoring activities. This structure ensures that the bank’s overall risk exposures are within the thresholds set by the Board.

The key features of the Bank’s risk management policy are:

- The Board of Directors provides overall risk management direction and oversight.
- The Bank’s risk appetite is approved by the Board of Directors.
- Risk management is embedded in the Group as an intrinsic process and is a core competence of all its employees.
- The Bank manages its credit, market, operational and liquidity risks in a coordinated manner within the organisation.
- The Bank’s risk management functions are independent of the business divisions.
- The Bank’s internal audit function reports to the Board Audit Committee and provides independent validation of the business units’ compliance with risk policies and procedures and the adequacy and effectiveness of the risk management framework on an enterprise-wide basis.

Risk management strategy and policies are the responsibility of the Managing Director working in conjunction with the Chief Risk Officer. They are subject to regular review (at least annually) and are authorized by the Board.

Zenith Bank will continually modify and enhance its risk management policies and systems to reflect changes in markets, products and international best practices. Training, individual responsibility and accountability, together with a disciplined and cautious culture of control, is an integral part of the bank’s management of risk.

4.5 Risk Management Approach

The bank addresses the challenge of risks comprehensively through an enterprise-wide risk management framework and a risk governance policy by applying leading practices that are supported by a robust governance structure consisting of board level and executive management committees. The Board drives the risk governance and compliance process through its committees. The audit committee provides oversight on the systems of internal control, financial reporting and compliance. The Board credit committee reviews the credit policies and approves all loans above the defined limits for Executive Management.

The Board Risk Committee sets the risk philosophy, policies and strategies as well as provides guidance on the various risk elements and their management. The Board Risk Control Functions are supported by various management committees and sub committees (Global Credit committee, Management Risk committee and Assets and Liabilities Committee, ALCO) that help it develop and implement various risk strategies. The Global Credit committee is responsible for credit evaluation, approval and documentation activities. It ensures that the credit policies and procedures are aligned with the Group’s business objectives and strategies. The Management Risk committee and ALCO drives the management of the financial risks (Market, Liquidity and Credit Risk), operational risks as well as strategic and reputational risks.

The Group continually modifies and enhances its risk management policies and systems to reflect changes in markets, products and international best practices. Training, individual responsibility and accountability, together with a disciplined and cautious culture of control, is an integral part of the Group’s management of risk.

4.6 Methodology for Risk Assessments

The risk management strategy is to develop an integrated approach to risk assessments, measurement, monitoring and control that captures all risks in all aspects of the bank’s activities.

All activities in the bank have been profiled and the key risk drivers and threats in them identified. Mitigation and control techniques are then determined in tackling each of these threats. These techniques are implemented as risk policies and procedures that drive the strategic direction and risk appetite as specified by the board.
Techniques employed in meeting these objectives culminate in the following roles for the risk control functions of the bank:

4.7 Credit Risk

Credit risk is the risk of a financial loss if an obligor does not fully honour its contractual commitments to the bank. Obligors may be borrowers, issuers, counterparties or guarantors. Credit risk is the most significant risk facing the Bank in the normal course of business. The Bank is exposed to credit risk not only through its direct lending activities and transactions but also through commitments to extend credit, letters of guarantee, letters of credit, securities purchased under reverse repurchase agreements, deposits with financial institutions, brokerage activities, and transactions carrying a settlement risk for the Bank such as irrevocable fund transfers to third parties via electronic payment systems.

The bank has robust credit standards, policies and procedures to monitor and control all types of risks envisaged in the normal course of business including concentration risks. This is done by instituting controls in selection, underwriting, administration and management of all credits. Some of these include:

I. Credit is only extended to suitable and well identified customers and never where there is any doubt as to the ethical standards and record of the intending borrower.

II. Exposures to any industry or customer will be determined by the regulatory guidelines, clearly defined internal policies, debt service capability and balance sheet management guidelines.

III. Credit is not extended to customers where the source of repayment is unknown or speculative, and also where the destination of funds is unknown. There must be clear and verifiable purpose for the use of the funds.

IV. Credit is not given to a customer where the ability of the customer to meet obligations is based on the most optimistic forecast of events. Risk considerations will always have priority over business and profit considerations

V. The primary source of repayment for all credits must be from an identifiable cash flow from the counterparty’s normal business operations or other financial arrangements. The realization of security remains a fall back option.

VI. A pricing model that reflects variations in the risk profile of various credits to ensure that higher risks are compensated by higher returns is adopted.

VII. All insiders’ related credits are limited to regulatory and strict internal limits.

4.7.1 Credit Metrics and Measurement Tools

Zenith Bank and its subsidiaries have devoted resources and harnessed data from different sources in order to develop models to improve the determination of economic and financial threats due to credit risk. Before a sound and prudent credit decision can be taken, the credit risk associated with the borrower or counterparty must be accurately assessed. This is the first step in processing credit applications. As a result some key factors are considered in credit risk assessment and measurement:

(a) Adherence to the strict credit selection criteria which includes defined target market, credit history, the capacity and character of customers.

(b) Credit rating of obligor

(c) The likelihood of failure to pay over the period stipulated in the contract.

(d) The size of the facility in case default occurs.

(e) Estimated Rate of Recovery which is a measure of the portion of the debt that can be regained through freezing of assets and collateral should default occur.
4.7.2 Credit Rating Tools

The principal objective of the credit risk rating system is to produce a reliable assessment of the credit risk to which the Group is exposed. As such, all loans and indirect credits such as guarantees and bonds as well as treasury investments undergo a formal credit analysis process that would ensure the proper appraisal of the facility.

4.7.3 Credit Risk Management

Zenith Bank’s dynamic and proactive approach in managing credit risk is a key element in achieving its strategic objective of maintaining and further enhancing its asset quality and credit portfolio risk profile. The conservative, prudent and well-established credit standards, policies and procedures, risk methodologies and framework, solid structure and infrastructure, risk monitoring and control activities enable the bank to deal with the emerging risks and challenges with a high level of confidence and determination.

Our rigorous credit processes are supplemented by sectorial portfolio reviews focused on countries, regions or specific industries as well as multiple stress testing scenarios. These are intended to identify any inherent risks in the portfolios resulting from changes in market conditions and are supplemented by independent reviews from the bank’s Internal Audit.

Additionally, the bank continues to upgrade and fine-tune its credit management processes in line with the developments in the financial services industry environment and technology.

4.8 Market risk

Market risk is the risk of potential losses in both on and off balance-sheet positions arising from movements in market prices. Market risks can arise from adverse changes in interest rates, foreign exchange rates, equity prices, commodity prices and other relevant factors such as Market Volatilities.

The objective of market risk management activities is to continually identify, manage and control market risk exposure within acceptable parameters, while optimizing the return on risks taken.

4.8.1 Management of Market Risk

The Bank has an independent Market Risk Management unit which assesses, monitors, manages and reports on market risk taking activities across the Group. The bank has continued to enhance its Market Risk Management Framework. The operations of the unit is guided by the mission of “inculcating enduring market risk management values and culture, with a view to reducing the risk of losses associated with market risk-taking activities, and optimizing risk-reward trade-off.”

The bank’s market risk objectives, policies and processes are aimed at instituting a model that objectively identifies, measures and manages market risks in the Group and ensure that:

(a) The individuals who take or manage risk clearly understand it.
(b) The Group's risk exposure is within established limits.
(c) Risk taking decisions are in line with business strategy and objectives set by the Board of Directors.
(d) The expected payoffs compensate for the risks taken.
(e) Sufficient capital, as a buffer, is available to minimise the impact of the risk.

The bank proactively manages its market risk exposures in both the trading and non-trading books within the acceptable levels.
4.8.2 Foreign Exchange Risk

Fluctuations in the prevailing foreign currency exchange rates can affect the Groups financial position and cash flows - 'On' and 'Off' Balance Sheet. The bank manages part of the foreign exchange risks through basic derivatives products and hedges (such as forward and swap). It is also managed by ensuring that all risk taken by the Group are within approved limits. In addition to adherence to regulatory limits, Zenith bank established various internal limits (such as the banks VAR and non-VAR models, overall overnight and Intra-day positions), Dealer limits, as well as individual currency limits, etc which are monitored on a regular basis. These limits are set with the aim of minimizing the Group’s exposures to exchange rate volatilities and keep same within acceptable level.

4.8.3 Interest Rate Risk

The bank is exposed to a considerable level of interest rate risk-especially on the banking book (i.e. the risk that the future cash flows of a financial instrument will fluctuate because of changes in market interest rates

These changes could have a negative impact on the net interest income, if not properly managed. The bank however, has a significant portion of its liabilities in non-rate sensitive liabilities. This helps it in minimising the impact of the exposure to interest rate risks. The bank also enjoys some form of flexibility in adjusting both lending and deposits rates to reflect current realities.

4.8.4 Liquidity Risk

Liquidity risk is the potential loss arising from the bank’s inability to meet its obligations as at and when due or to fund increases in assets without incurring unacceptable cost or losses. Liquidity risk is not viewed in isolation, because financial risks are not mutually exclusive and liquidity risk is often triggered by consequences of other bank risks such as credit, market and operational risks.

4.8.4.1 Liquidity Risk Management Process

The bank has a sound and robust liquidity risk management framework that ensures that sufficient liquidity, including a cushion of unencumbered and high quality liquid assets are maintained at all times, to enable the Group withstand a range of stress events, including those that might involve loss or impairment of funding sources.

The bank’s liquidity risk exposure is monitored and managed by Risk Management and the ALM Team in Treasury Group while the Asset and Liability Management Committee (ALCO) has a very tight oversight function on the activities of the Group on a regular basis. The committee meets on a weekly basis and ensures that the bank maintains adequate liquid assets and marketable securities sufficient to manage any liquidity stress situation. The liquidity ratio of the bank remains one of the best among its’ peers and is far above the regulatory limits.
4.9 Operational Risk

Operational Risk is the risk of loss resulting from inadequate and/or failed internal processes, people and systems or from external events, including legal risk and any other risks that is deemed fit on an ongoing basis but exclude reputation & strategic risk. Operational risk exists in all products and business activities.

The bank has a broad Operational Risk management framework which defines the set of activities designed to proactively identify, assess and manage all operational risk by aligning the people, technology and processes with best risk management practices towards enhancing stake holder’s value and sustaining industry leadership.

Operational risk objectives include the following:

(a) To provide clear and consistent direction in all operations of the bank

(b) To provide a standardized framework and appropriate guidelines for creating and managing all operational risk exposures

(c) To enable the group identify and analyze events (both internal and external) that impact its business.

The Operational Risk units constantly carry-out reviews to identify and assess the operational risk inherent in all material products, activities, processes and systems. It also ensures that all business units within the Bank monitor their operational risk using set standards and indicators. Significant issues and exceptions are reported to Risk Management and are also picked up by the independent risk function for discussion at the risk management committee.

Disaster recovery procedures, business continuity planning, self-compliance assurance and internal audit also form an integral part of our operational risk management process.
5 Capital Management

The strategy for assessing and managing the impact of our business plans on present and future regulatory capital forms an integral part of the bank’s strategic plan. Specifically, the Group considers how the present and future capital requirements will be managed and met against projected capital requirements. This is based on the bank’s assessment and against the supervisory/regulatory capital requirements taking account of the bank business strategy and value creation to all its stakeholders.

The bank prides itself in maintaining very healthy capital adequacy ratio in all its areas of operations. Capital levels are determined either based on internal assessments or regulatory requirements. The Group maintained impressive capital levels above the regulatory minimum prescribed in all its operating jurisdictions.

The Capital Adequacy of the bank is reviewed regularly to meet our internal guidance limits, regulatory requirements and standard of international best practices in order to adopt and implement the decisions necessary to maintain the capital at a level that ensures the realisation of the business plan with a certain safety margin.

The bank undertakes a regular monitoring of capital adequacy and the application of regulatory capital by deploying internal systems based on the guidelines provided by the Central Bank of Nigeria (CBN) and the regulatory authorities of the subsidiaries for supervisory purposes.

It has consistently met and surpassed the minimum capital adequacy requirements applicable in all areas of operations. Most of the bank’s capital is Tier 1 (Core Capital) which consists of essentially share capital, and reserves created by appropriations of retained earnings.

Banking subsidiaries in the Group, not incorporated in Nigeria, are directly regulated and supervised by their local banking supervisor and are required to meet the capital requirement directive of the local regulatory jurisdiction. Parental support and guidance are given at the Group level where the risk level in the Group in relation to capital level and adequacy is closely monitored. The Group supports and meets all capital requests from these regulatory jurisdictions and determines the adequacy based on its expansion strategies and internal capital assessments.

The bank’s capital plan is linked to its business expansion strategy which anticipates the need for growth and expansion in its branch network and IT infrastructure. The capital plan sufficiently meets regulatory requirements as well as providing adequate cover for the Group’s risk profile. The bank capital adequacy remains strong and the capacity to generate and retain reserves continues to grow.

The bank will only seek additional capital where it finds compelling business need for it and with the expectation that the returns would adequately match the efforts and risks undertaken.

The following sources of funds are available to the bank to meet its capital growth requirements:

(a) Profit from Operations: The bank has consistently reported good profit which can easily be retained to support the capital base.
(b) Issue of Shares: The bank can successfully access the capital market (Local and/or International) to raise desired funds for its operations and needs.
(c) Bank Loans (long term/short term).
(d) Global Depository Receipts (GDR) and Eurobond

In 2014 financial year, Zenith Bank commenced capital computations in accordance with Basel II standard under the guidelines issued by the Central Bank of Nigeria. The guidelines require capital adequacy computations based on the Standardized Measurement Approach for Credit Risk and Market Risk while Basic Indicator Measurement Approach was advised for Operational Risk. The capital requirement for the Bank has been set at 15% and an addition of 1% as a Systemically Important Bank (SIB) in accordance with the guidelines
5.1 Capital Structure

The bank’s capital structure is made up of equity capital, share premium, statutory reserves and retained profit. These constitutes the bank’s core funding source and has witnessed a continued year on year growth due to the banks dividend policy which always ensures a significant portion of profit retention. Secondary funding is derived primarily from customer deposits, term borrowings from multilateral financial institutions and the Central Bank of Nigeria (on-lending funds) and Eurobonds.

### Regulatory Capital Structure as at 30 June 2019

<table>
<thead>
<tr>
<th>Capital Structure</th>
<th>Amount(NairaMn)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Eligible Total Tier 1 Capital</td>
<td>640,389</td>
</tr>
<tr>
<td>Eligible Total Tier 2 Capital</td>
<td>-</td>
</tr>
<tr>
<td>Total Regulatory Capital</td>
<td>640,389</td>
</tr>
</tbody>
</table>

5.2 Overall Capital Requirement

Zenith Bank’s total capital requirement as at 30 June, 2019 is set out below:

<table>
<thead>
<tr>
<th>ID_No</th>
<th>Items</th>
<th>Capital charge</th>
<th>Risk Weighted Asset (RWA)</th>
<th>Capital charge</th>
<th>Risk Weighted Asset (RWA)</th>
</tr>
</thead>
<tbody>
<tr>
<td>042</td>
<td>Market risk</td>
<td>4,608</td>
<td>57,603</td>
<td>4,608</td>
<td>57,603</td>
</tr>
<tr>
<td>043</td>
<td>Operational risk</td>
<td>70,535</td>
<td>881,691</td>
<td>70,535</td>
<td>881,691</td>
</tr>
<tr>
<td>044</td>
<td>Credit risk</td>
<td></td>
<td>1,796,564</td>
<td></td>
<td>1,796,564</td>
</tr>
<tr>
<td>045</td>
<td>Total RWA</td>
<td></td>
<td>2,735,858</td>
<td></td>
<td>2,735,858</td>
</tr>
<tr>
<td>046</td>
<td>Total Qualifying Capital</td>
<td></td>
<td>637,565</td>
<td></td>
<td>575,436</td>
</tr>
<tr>
<td>047</td>
<td>Capital Adequacy Ratio</td>
<td>23.30%</td>
<td></td>
<td>23.30%</td>
<td></td>
</tr>
<tr>
<td>048</td>
<td>Tier 1 Capital Ratio</td>
<td>23.30%</td>
<td></td>
<td>23.30%</td>
<td></td>
</tr>
</tbody>
</table>

The Risk Assessment carried out has the following highlights:

- Credit Risk Capital computation as per Standardised Approach comprises about 78.20% of the total capital requirement for Pillar 1.
- The Maturity Method (under Standardized Approach as per CBN guidelines) has been adopted for Market Risk Capital Computation. The capital requirement for market risk as of 30 June 2019 is ₦4,608M which is about 1% of the total capital requirement.
- The capital requirement for operational risk as of 30 June 2019 is ₦70,535M, which is about 20.46% of the total capital requirement.
- Stress testing has been carried out for Credit Risk, Market Risk, Interest Rate Risk in Banking Book, and Liquidity Risk. The stress scenarios have been selected taking into consideration the nature and complexity of Bank’s operations.
- Detailed risk control measures have been described for some additional risks arising from some aspects of our business and we have tried to estimate and quantify capital needs as much as possible.
- The Bank has a regulatory capital adequacy ratio of 23% with a margin of 8 percentage points over regulatory requirement for commercial banks.
It can be seen that the Bank's capital is adequate to meet both anticipated regulatory requirements and its own capital assessment. Looking forward and taking account of future projected business, there is headroom above the Bank's own internal assessment of capital requirements. We will also focus more attention on how to improve our systems to enable us move into more advanced approaches (in the key risk areas - Credit, Market and Operational Risk) in order to take advantage of lower capital requirements.
6. RISK GOVERNANCE

6.1. Overview

Board Sub-committees

The Bank’s Board has seven sub-committees reporting to it:

<table>
<thead>
<tr>
<th>Committee</th>
<th>Members</th>
<th>Responsibilities</th>
<th>Meetings</th>
</tr>
</thead>
</table>
| Board Audit and Compliance Committee (BACC) | 4 Non-Executive Directors     | • Ascertain whether the accounting and reporting policies of the Bank are in accordance with legal requirements and acceptable ethical practices;  
• Review the scope and planning of audit requirements;  
• Review the findings on management matters (Management Letter) in conjunction with the external auditors and  
• Management’s responses thereon | Quarterly |
| Board Risk Committee (BRC)                    | Chief Executive Officer, 3 Non-Executive Directors, 2 Executive Director | • ensure that sound policies, procedures and practices are in place for the risk-wide management of the Bank’s material risks and to report the results of the Committee’s activities to the Board of Directors  
• Approves the Bank’s credit risk management framework, other risk management policies and arrangements and internal control policies relating to the management of credit and related risks. | Quarterly |
| Board Credit Committee (BCC)                  | 4 Non-Executive Directors, 4 Executive Directors | • To establish and periodically review the Bank’s credit policy and portfolio in order to align organizational strategies, goals and performance  
• To evaluate on an annual basis the components of total credit facilities as well as market competitive data and other factors as deemed appropriate. | Quarterly |
| Staff Welfare, Finance and General Purpose Committee | 3 Non-Executive Directors, 3 Executive Directors | • Review of all matters relating to staff welfare and large scale procurement by the bank including review of contract awards of large expenditure.  
• Determines the remuneration, appointment and contractual arrangements of individual executive directors, non-executive directors and senior staff, having regard to a general policy framework for executive remuneration established by the Board. | Quarterly |
| Board Governance, Nominations and Remuneration and Remuneration Committee (BGN&RC) | 5 Non-Executive Directors | • Determine a fair, reasonable and competitive compensation practice for executive and Non-executive officers and other key employees of the Bank which are consistent with the Bank’s objective.  
• Review and continuous assessment of the size and composition of the Board and Board Committees, and recommend the appropriate Board structure requirements in line with needs of the Group and diversity required | Quarterly |
| Executive Committee (EXCO)                    | Chief Executive Officer, All Executive Directors | • Formulates the strategy of the Bank, in compliance with the Zenith Group’s strategy.  
• Ensures the Bank is managed in accordance with the agreed strategy; and is managed in a sound, prudent and ethical manner.  
• provide leadership to the Management team and ensure efficient deployment and management of the Bank’s resources | Weekly |
To support the work of these committees the management of Zenith Bank Plc has established the following Management Committees:

- **Asset and Liability Committee (ALCO):** This committee manages a variety of risks arising from the Bank's business including market and liquidity risk management, loan to deposit ratio analysis, cost of funds analysis, establishing guidelines for pricing on deposit and credit facilities, exchange rate risks analysis, balance sheet structuring, regulatory considerations and monitoring of the status of implemented assets and liability strategies.
- **Management Committee (MANCO):** This committee is saddled with the responsibility of identifying, analyzing, and making recommendations on risks arising from day-to-day activities as well as ensuring that risk limits as contained in the Board and Regulatory policies are complied with.
- **Risk Management Committee (RMC):** This committee is responsible for regular analysis and consideration of risks other than credit approval in the Bank. Makes contributions to the Board Risk Management Committee and also ensures that the Board Risk Committee's decisions and policies are implemented.
- **Management Global Credit Committee (MGCC):** This committee ensures that the Bank complies with the Credit Policy Guide as established by the Board. The Committee also makes contributions to the Board Credit Committee. They are empowered to approve credit facilities to individual obligors not exceeding in aggregate a sum as pre-determined by the Board from time to time.
- **IT Steering Committee:** This committee is responsible for amongst others, development of corporate information technology (IT) strategies and plans that ensure cost effective application and management of resources throughout the organization.
- **Sustainability Steering Committee (SSC).** This Committee is responsible for regular analysis and review of sustainable banking policies and practices within the bank to ensure compliance with globally acceptable economic, environmental and social norms.

### 6.2. Oversight of Strategy, Policies and Procedures

The Board of directors of Zenith Bank Plc has ultimate responsibility for the level of risk taken by the Bank. Accordingly, it approves the overall business strategies and significant policies of the Bank, including those related to managing and taking risks, and also ensures that senior management is fully capable of managing the activities that the Bank conducts. The Board of Directors are responsible for understanding the nature of the risks significant to the Bank and ensuring that management is taking the steps necessary to identify, measure, monitor, and control these risks, the level of technical knowledge required of directors may vary depending on roles and responsibilities attached to members.

Using this knowledge and information, the board provides clear guidance regarding the level of exposures acceptable to the Bank and has the responsibility to ensure that senior management implements the procedures and controls necessary to comply with adopted policies. Senior management is responsible for implementing strategies in a manner that limits risks associated with each strategy and that ensures compliance with laws and regulations on both a long-term and day-to-day basis. Accordingly, Management is being fully involved in the activities of the Bank and possesses sufficient knowledge of all major business lines to ensure that appropriate policies, procedures, controls, and risk monitoring systems are in place and that accountability and lines of authority are clearly delineated.

### 6.3. Assurance

The assurance function is provided by the Internal Audit, External Audit and The Board of Directors. In Zenith Bank Plc, the Board and Executive Management rely on Internal Control & Audit Department for objective assurance and insight on the effectiveness and efficiency of governance processes to help the organization achieve its strategic, operational, financial, and compliance objectives.

#### 6.3.1. Internal Audit

The Bank’s internal audit programme seeks the promotion of accuracy and efficiency in Bank’s accounting, administrative procedures and risk management controls. The Head of Internal Audit reports to the Chairman of the Audit Committee and prepares an annual audit programme which is presented to the Committee for review and approval.
6.3.2. External Audit
External audit is undertaken by the Bank’s appointed auditors (KPMG) to review and ascertain the validity of the financial statements and its’ content and to provide feedback to the Audit Committee and the Board on the operation of the internal and financial controls of the Bank which are reviewed as part of the annual audit.

6.3.3. Compliance
The Head of Compliance is responsible for compliance oversight. The compliance function exists to monitor and maintain the quality of the bank’s business activities and to ensure that business activities are always compliant with regulatory requirements. The Head of Compliance Group reports directly to the Executive Compliance Officer and ensures that all staff are aware of their regulatory and legal responsibilities.

Zenith Bank P.l.c operates a strict and comprehensive anti-money laundering policy with all members of staff receiving regular training as applicable in the industry. This involves training on customer on-boarding activities like: Customer due Diligence, Account Opening, Customer Acceptance including Customer Classification modules, and always in accordance with the Independent and Corrupt Practices and Other Related Offences Act, 2000. The bank maintains an Anti-Money Laundry policy and supporting procedures.

6.3.4. The Board of Directors
The board provides independent assurance to all the stakeholders that the institution is run in a professional manner and in line with Global best practice. It also provides comfort that all applicable regulatory/supervisory guidelines are being adhered to in the running of the bank’s affairs.
7.1 RISKS ASSESSMENT AND EVALUATION

6.3.5. Credit Risk

Credit risk is the risk arising from the uncertainty of an obligor’s ability to perform its contractual obligations. Credit risk is one of the core risks assumed in pursuit of the Bank’s business objectives. The Bank is involved in several business activities. The principal activity of the Bank is granting credit facilities. The Bank is exposed to credit risk not only through its direct lending activities and transactions but also through commitments to extend credit, letters of guarantee, letters of credit, securities purchased under reverse repurchase agreements, deposits with financial institutions, brokerage activities, and transactions carrying a settlement risk for the Bank such as irrevocable fund transfers to third parties via electronic payment systems. It is the most significant risk type in terms of regulatory capital requirements.

6.3.5.1. Credit Risk – Identification

Credit risk is one of the core risks assumed in pursuit of the Bank’s business objectives and is the most significant risk type in the context of regulatory capital requirements. With a sizeable loan portfolio, Zenith Bank is exposed to credit risk through direct lending, issuance of financial and performance guarantees and investment activities. Credit decisions at the Bank are based on review of the obligor’s creditworthiness and track record. The credit portfolio is managed at aggregate level to optimise the risk exposure.

6.3.5.2. Credit Approval Process

The Zenith bank approval process is designed in a way that ensures that credit is approved by a Global Credit Committee (GCC) at the Head Office. This committee comprises of the GMD/CEO, all Executive Directors, The Chief Credit Officer, The Chief Risk Officer, The Loan Review and Recovery team, the legal team and other key risk control officers. The Group/Zonal Heads are also members of the committee and they present and defend their credits at the GCC. Decisions are reached unanimously and any dissenting opinion is reviewed and defended before any credit is approved. No single individual can approve any credit in the bank. All credits above the current threshold of N1, 000, 000, 000:00 (One Billion Naira) are approved by the Board Credit Committee and ratified by the Board.

6.3.5.3. Target Market Definition

In order to control the quality of credit acquired, the Bank uses a Target Market Definition. The target market definition articulates clearly the acceptable and desirable profile of customers for various credit products and service offerings in the Bank and gets periodically reviewed in line with the Bank’s business objectives. Key dimensions that help define the Target Market Definition are:

- Industry or business segment
- Geography, location or branch wise distribution
- Customer or borrower segment based on their demographic, turnover size, business volume and annual income
- Credit risk rating: Obligor and Facility risk rating wise distribution – wherever rating is available and used

The following sectors /industries will be targeted to develop these group of customers:

- Telecommunications
- Fast Moving Consumer Goods (FMCG)
- Power and Energy
- Oil and Gas
- Agriculture
- Consumer Products, Healthcare, Pharmaceutical
- Transport
- Manufacturing
Infrastructure Development, Civil Engineering, Real Estate etc.

In addition to the above the Bank maintains and periodically updates a negative list of industries and obligor groups which are ineligible for any credit / related facilities.

a. **Risk Acceptance Criteria:**

Apart from the Target Market Definition, the Bank pursues a set of sound principles which specify the terms and conditions for extending facilities to an obligor in the target market. It defines items such as:

- Product eligibility
- Tenor and volume limits
- Security and support required for the financing
- Required documentation

Credit is extended as per the Target Market Definition and the above criteria for Risk acceptance.

As part of the ICAAP assessment, Credit Exposures are classified by the Bank into Basel-II asset classes as per CBN guidelines. In addition to this type of classification, the Bank also classifies the Credit Portfolio using its internal Credit Risk Rating grades. However, for ICAAP assessment, the Bank’s internal ratings have not been used in any manner but have been merely shown for expository purposes in the section on Credit Risk Reporting.

b. **Classification of Exposures as per CBN and Basel-II guidelines:**

CBN in its published note titled ‘CBN Guidance Notes on Credit Risk Capital Requirement - Dec 2014’ clearly highlights the following types of credit exposures

Exposures are classified into following Asset classes

- Central Governments and Central Bank
- Non-Central Government Public Sector Enterprises
- State Government and Local Authorities
- Multilateral Development Banks (MDBs)
- Supervised Institutions
- Corporate and Other Persons
- Regulatory Retail Portfolio
- Mortgages on Residential Property
- Mortgages on Commercial Real Estate
- Past Due Exposures
- High Risk Exposures
- Other Assets

c. **Classification as per IFRS 9 (ECL Impairment Methodology):**

The foremost method of identification of Credit Risk pursued by the Bank is a reporting of the Credit Portfolio by the Asset Quality. As at 30 June 2019, following table gives the detailed segregation of the Credit Portfolio on basis of Asset Quality using the Expected Credit Loss approach. This approach classifies credit exposures into three (3) stages.

1. **Stage 1:** 12-month ECL: where there is no significant increase in credit losses.
2. **Stage 2:** Lifetime ECL: where there is significant increase in credit losses but not impaired.
3. **Stage 3:** Lifetime ECL: where there is significant increase in credit losses and impaired.
Table 8: CREDIT PORTFOLIO BY ASSET QUALITY

<table>
<thead>
<tr>
<th>Stage</th>
<th>Amount (Naira Mn)</th>
<th>As a % of Total Loans &amp; Advances</th>
</tr>
</thead>
<tbody>
<tr>
<td>Stage 1</td>
<td>1,463,562</td>
<td>78.16</td>
</tr>
<tr>
<td>Stage 2</td>
<td>252,557</td>
<td>13.49</td>
</tr>
<tr>
<td>Stage 3</td>
<td>156,452</td>
<td>8.35</td>
</tr>
<tr>
<td>Total</td>
<td>1,872,571</td>
<td>100.00</td>
</tr>
</tbody>
</table>

6.3.5.4. Credit Risk – Measurement

Once credit exposures are classified as per above schema, measurement of Credit Risk starts through the computation of Risk Weighted Assets corresponding to each category of exposure. The following sections explain in detail about Credit Risk Measurement:

a. Capital Computation for Credit Risk

The Bank has used Standardised Approach (SA) for assessment of Credit Risk Capital Charge as per the CBN’s Basel-II guidelines. The classifications of the Bank’s total exposures into various Asset Classes have been done as per the CBN’s Basel-II guidelines. As exposure in most of the Asset classes are to obligors who are not rated by External Credit Assessment Institutions (ECAs), risk weight applicable to an unrated obligor type is applied to the exposure. However, Credit Ratings for some of the obligors classified under ‘Supervised Institutions’ are available, in which cases, risk weight applicable to the credit rating of the obligor has been applied on the exposure to compute risk weighted assets.

b. RWA Measurement Process Flow Chart:

Following flow chart illustrates the essential components of the above process.
RWA and Regulatory Capital Computation Flow – On Balance Sheet Credit Exposures:

![RWA Computation for On-Balance Sheet Exposures](image1)

RWA and Regulatory Capital Computation Flow – Off Balance Sheet Credit Exposures:

![RWA Computation for Off-Balance Sheet Exposures](image2)
### Table 9: CREDIT EXPOSURE BY SEGMENT (as per CBN Guidelines)

<table>
<thead>
<tr>
<th>No.</th>
<th>Segment</th>
<th>Exposure (Naira Mn)</th>
<th>% of Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Sovereigns</td>
<td>2,487,463</td>
<td>48.37</td>
</tr>
<tr>
<td>2</td>
<td>State &amp; Local Governments</td>
<td>297,328</td>
<td>5.78</td>
</tr>
<tr>
<td>3</td>
<td>Public Sector Entities (PSEs)</td>
<td>6,128</td>
<td>0.12</td>
</tr>
<tr>
<td>4</td>
<td>Supervised Institutions (DMBs, Discount Houses, etc.)</td>
<td>182,612</td>
<td>3.55</td>
</tr>
<tr>
<td>5</td>
<td>Corporates and Other Persons</td>
<td>1,358,685</td>
<td>26.42</td>
</tr>
<tr>
<td>6</td>
<td>Regulatory Retail Portfolio</td>
<td>9,216</td>
<td>0.18</td>
</tr>
<tr>
<td>7</td>
<td>Secured by Residential Mortgages</td>
<td>4,609</td>
<td>0.09</td>
</tr>
<tr>
<td>8</td>
<td>Secured by Commercial Mortgages</td>
<td>34,653</td>
<td>0.68</td>
</tr>
<tr>
<td>9</td>
<td>Past Due Exposures</td>
<td>56,642</td>
<td>1.10</td>
</tr>
<tr>
<td>10</td>
<td>Other Balance Sheet Exposures</td>
<td>401,855</td>
<td>7.82</td>
</tr>
<tr>
<td>11</td>
<td>Off Balance Sheet Exposures</td>
<td>303,038</td>
<td>5.89</td>
</tr>
<tr>
<td></td>
<td><strong>TOTAL</strong></td>
<td><strong>5,142,229</strong></td>
<td><strong>100</strong></td>
</tr>
</tbody>
</table>

The segment analysis above indicates that the exposure to Sovereigns has the largest share of the Credit Portfolio as on 30 June 2019 with a share of 48.37%.

#### a. Credit Portfolio Dissection using Exposure and RWA

Risk Weights (RW) have been assigned as per CBN Guidelines from Credit Risk ("CBN Guidance Notes on Credit Risk Capital Requirement - December 2014")

### Table 10: Credit Exposure & RWA

<table>
<thead>
<tr>
<th>Asset Class</th>
<th>Exposure Amount (Naira Mn)</th>
<th>CRM</th>
<th>Net Exposure After CRM (Naira Mn)</th>
<th>RWA (Naira Mn)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Sovereigns</td>
<td>2,487,463</td>
<td>-</td>
<td>2,487,463</td>
<td>-</td>
</tr>
<tr>
<td>State &amp; Local Governments</td>
<td>297,328</td>
<td>234,454</td>
<td>62,874</td>
<td>62,874</td>
</tr>
<tr>
<td>Public Sector Entities (PSEs)</td>
<td>6,128</td>
<td>4,094</td>
<td>2,034</td>
<td>2,034</td>
</tr>
<tr>
<td>Supervised Institutions</td>
<td>182,612</td>
<td>-</td>
<td>182,612</td>
<td>55,057</td>
</tr>
<tr>
<td>Corporates and Other Persons</td>
<td>1,358,685</td>
<td>311,905</td>
<td>1,046,780</td>
<td>1,046,781</td>
</tr>
<tr>
<td>Regulatory Retail Portfolio</td>
<td>9,216</td>
<td>221</td>
<td>895</td>
<td>6,746</td>
</tr>
<tr>
<td>Secured by Residential Mortgages</td>
<td>4,609</td>
<td>224</td>
<td>4,385</td>
<td>3,289</td>
</tr>
<tr>
<td>Secured by Commercial Mortgages</td>
<td>34,653</td>
<td>46</td>
<td>34,607</td>
<td>34,607</td>
</tr>
<tr>
<td>Past Due Exposures</td>
<td>56,642</td>
<td>1469</td>
<td>55,173</td>
<td>55,092</td>
</tr>
<tr>
<td>Other Balance Sheet Exposures</td>
<td>401,855</td>
<td>-</td>
<td>401,855</td>
<td>325,368</td>
</tr>
<tr>
<td>Off Balance Sheet Exposures</td>
<td>303,038</td>
<td>87,251</td>
<td>215,787</td>
<td>204,718</td>
</tr>
</tbody>
</table>
The above table shows the total credit exposures along with risk weighted assets (RWA) classified according to the asset category as per CBN. The exposures have been converted into risk weighted assets (RWA) as per guidelines of CBN under Standardised Approach and it is observed that the “Corporate and Other Persons” category has a major share in RWA.

6.3.5.5. Credit Risk – Monitoring
Credit exposures are continuously monitored through a system of triggers and early-warning signals aimed at detecting symptoms which could result in deterioration of credit risk quality. The triggers and early-warning systems are supplemented by facility utilisation and collateral valuation monitoring together with a review of upcoming credit facility expiration and market intelligence to enable timely corrective action by management. The results of the monitoring process are reflected in the internal rating process in a quarterly review activity.

Credit risk is monitored on an ongoing basis with formal weekly, monthly and quarterly reporting to ensure senior management’s awareness of shifts in credit quality and portfolio performance along with changing external factors such as economic and business cycles.

The capabilities of the credit review team is continously being improved in order to improve the facility monitoring activity and assure good quality Risk Assets Portfolio accross the Group.

A specialised and focused loan recovery and workout team handles the management and collection of problem credit facilities.

6.3.5.6. Credit Risk - Reporting
Reporting for Credit Risk is being done primarily in two ways; Business & Regulatory Reporting. These types of reporting aim at helping business prioritize and take appropriate decisions to control credit quality. Reporting provides:

- Meaningful information on external and internal drivers, key portfolio highlights, performance and trends
- Aids the maintenance of a statistical base for formulating/modifyung lending policies and procedures, and advises business direction towards loan portfolio management.

All indicators are compared and reviewed with historical performance, expected results and competitive benchmarks where available. Forecasts for future periods are updated based on actual performance and revised expectations.

6.3.5.7. Credit Risk – Control and Mitigations
Controls are essential in maintaining the quality of credit portfolio over time. Dimensions of control exercised by the Bank include:

- Adherence to Credit Policy and Procedures
- Adherence to Credit Approval Processes
- Timely and accurate recording of borrower information in the Bank’s transaction processing systems
- Recording and updating of facility limits and related details promptly and accurately subsequent to credit approvals
- Monitoring the Loan to Value vis-a-vis changing valuation of the Collateral, wherever relevant and bringing in the required margin if necessary.
- Monitor the repayment of loan instalments for identifying any overdue amounts under loans
- Maintenance and revision of watch-list criteria for non-performing loan accounts / early indicators of non-repayment behaviour. Bank identifies the assets which could potentially turn out to be NPLs and puts such assets in the Watch list. The Bank monitors broad spectrum of watch list indicators based upon account turnover, end use of funds, drawing power based on current assets including other qualitative factors like rating migration, changes to company management and industry trends to track slippages in account
quality and generate problem loan reports. The selected problem loans are then moved to watch list category and appropriate remedial actions are undertaken.

- Termination and cancellation of credit facility contingent on inferior repayment performance observed.

### Table 11: CREDIT PORTFOLIO SUMMARY RESULT

<table>
<thead>
<tr>
<th>Sl. No.</th>
<th>PART A: RISK-WEIGHTED AMOUNTS (ON &amp; OFF BALANCE SHEET EXPOSURES (Naira Mn.)</th>
<th>Exposure Amounts</th>
<th>RWA</th>
<th>Capital</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Exposures to Sovereigns</td>
<td>2,487,463</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>2</td>
<td>Exposures to State &amp; Local Governments</td>
<td>297,328</td>
<td>62,874</td>
<td>9,431.1</td>
</tr>
<tr>
<td>3</td>
<td>Exposures to Public Sector Entities (PSEs)</td>
<td>6,128</td>
<td>2,034</td>
<td>305.1</td>
</tr>
<tr>
<td>4</td>
<td>Exposures to Supervised Institutions</td>
<td>182,612</td>
<td>55,057</td>
<td>8,258.55</td>
</tr>
<tr>
<td>5</td>
<td>Exposures to Corporates and Other Persons</td>
<td>1,358,685</td>
<td>1,046,781</td>
<td>157,017.15</td>
</tr>
<tr>
<td>6</td>
<td>Exposures included in Regulatory Retail Portfolio</td>
<td>9,216</td>
<td>6,746</td>
<td>1,011.9</td>
</tr>
<tr>
<td>7</td>
<td>Exposures Secured by Residential Mortgages</td>
<td>4,609</td>
<td>3,289</td>
<td>493.35</td>
</tr>
<tr>
<td>8</td>
<td>Exposures Secured by Commercial Mortgages</td>
<td>34,653</td>
<td>34,607</td>
<td>5,191.05</td>
</tr>
<tr>
<td>9</td>
<td>Past Due Exposures</td>
<td>56,642</td>
<td>55,092</td>
<td>8,263.8</td>
</tr>
<tr>
<td>10</td>
<td>Other Balance Sheet Exposures</td>
<td>401,855</td>
<td>325,368</td>
<td>48,805.2</td>
</tr>
<tr>
<td>11</td>
<td>Off-balance sheet exposures</td>
<td>303,038</td>
<td>204,718</td>
<td>30,707.7</td>
</tr>
<tr>
<td>12</td>
<td>Regulatory Risk Reserve</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td><strong>TOTAL</strong></td>
<td></td>
<td><strong>5,142,229</strong></td>
<td><strong>1,796,566</strong></td>
<td><strong>269,484.9</strong></td>
</tr>
</tbody>
</table>

### 6.3.6. Market Risk

Market risk is the risk of potential losses in both on and off balance-sheet positions arising from movements in market prices. Market risks can arise from adverse changes in interest rates, foreign exchange rates, equity prices, commodity prices and other relevant factors such as Market Volatilities.

The Bank undertakes activities which give rise to some level of market risks exposures. The objective of market risk management activities is to continually identify, manage and control market risk exposure within acceptable parameters, while optimizing the return on risks taken.

#### 6.3.6.1. Market Risk – Identification

Traded market risk arises from positions in Federal Government of Nigeria (FGN) bonds, treasury bills in Bank’s trading portfolios and foreign currency positions in trading as well as banking book.

### Table 12: Position in the Trading Portfolio as on 30th Jun. 2019

<table>
<thead>
<tr>
<th>Instrument Type (Trading Book)</th>
<th>Value (N Mn)</th>
</tr>
</thead>
<tbody>
<tr>
<td>FGN bonds</td>
<td>27,650.42</td>
</tr>
<tr>
<td>T-bills</td>
<td>700,394.56</td>
</tr>
<tr>
<td><strong>TOTAL</strong></td>
<td><strong>728,044.98</strong></td>
</tr>
</tbody>
</table>
Foreign exchange risk, also referred to as structural foreign exchange risk, arises primarily from lending foreign currency loans and accepting foreign currency deposits. Above table shows the currency-wise foreign currency trading positions of the Bank as on 30th June, 2019.

6.3.6.2. Market Risk – Measurement
The Bank computes the Capital charge for market risk using Maturity method under standardized approach as per CBN guidelines.

The details of the trading positions, capital charge and the risk weighted assets for market risk portfolio are shown in the table below.

Table 13: Position in the Foreign Exchange as on 30th Jun 2019

<table>
<thead>
<tr>
<th>FOREX</th>
<th>Value (N Mn)</th>
</tr>
</thead>
<tbody>
<tr>
<td>USD</td>
<td>1,513.56</td>
</tr>
<tr>
<td>GBP</td>
<td>1.21</td>
</tr>
<tr>
<td>EUR</td>
<td>1.00</td>
</tr>
<tr>
<td>CHF</td>
<td>1.97</td>
</tr>
<tr>
<td>JPY</td>
<td>0.26</td>
</tr>
<tr>
<td>ZAR</td>
<td>1.01</td>
</tr>
<tr>
<td>SEK</td>
<td>0.00</td>
</tr>
</tbody>
</table>

The above table shows the market risk exposures along with the capital charge computed under the Standardized Approach. The capital charge for market risk is fairly low in comparison with the other risk types due to the size of the trading portfolio.

6.3.6.3. Market Risk – Monitoring and Reporting
The Bank classifies the exposures into the trading book as per Basel II guidelines and monitors on a daily basis for adherence to the conditions laid down for their inclusion in the trading book. The Bank monitors the risk identification process with a view to update it to handle new products and new types of risks in line with the market conditions.

The reliability of source of data, accuracy of data and frequency of updating the data is monitored for the data which is used for performing the valuations and computing risk measures. Limits are also monitored on a daily basis which allows the Bank to identify the concentration levels of exposures and risk to a number of dimensions such as asset classes, risk factors etc.

The reporting of market risk is done in a concise, accurate, comprehensive and timely manner. The reporting covers the current position, risk exposures through time and exceptions from policy prescription.

Daily market risk reports are generated by the market risk teams on the profile of the market risk and reported to Treasury group and the Senior Management.
6.3.6.4. Market Risk – Control and Mitigations

Market risk exposures are monitored daily against approved risk limits. Market risk unit advises functions / divisions responsible to carry out suitable corrective actions in case it identifies any breaches during the risk monitoring process. The risk control involves carrying out corrective steps for deviations found as a result of risk monitoring process relating to trading book definitions, effectiveness of risk identification process, adequacy of data for risk measurement and stress testing.

Interest rate risk in the Trading Book is shown as part of trading portfolio risk report of the Bank which is prepared by individuals who are independent of the risk-taking unit. Interest rate risk is controlled using various market risk limits including the Volume Limits, Total Position Limits, and Stop Loss Limit, Duration, Sensitivities etc.

Foreign exchange positions are monitored daily by Market Risk Management team. The net open positions (NOP) are compared to the approved market risk limits and are promptly addressed as per the market risk policy. Foreign exchange risk is controlled by means of market risk limits that are applied on the trading portfolios, e.g. MAT.

6.3.7. Operational Risk

Operational Risk is the risk of loss resulting from inadequate and /or failed internal processes, people and systems or from external events, including legal risk and any other risks that is deemed fit on an ongoing basis but exclude reputation & strategic risk. Operational risk exists in all products and business activities.

6.3.7.1. Operational Risk – Identification

To identify operational risks, the Bank has established the Risk and Control Self Assessment (RCSA) Process. This process has been in place since early 2013 to enable us assess different types of operational risks, given the adequacy & effectiveness of the existing internal controls in place to manage those risks. The RCSA process is managed by the Operational Risk Management team and all business units are required to conduct self-assessments of risks and developing mitigation plans for those risks that are assessed as being significantly above the acceptable level. Furthermore, Key Risk Indicators are also identified as part of the RCSA exercise for regular tracking of key risks.

The Bank has also implemented an internal loss event data collection exercise to identify operational risk events and evaluate the causes and impact thereof.

6.3.7.2. Operational Risk – Measurement

The Group has a broad Operational Risk management framework which defines the set of activities designed to proactively identify, assess and manage all operational risk by aligning the people, technology and processes with best risk management practices towards enhancing stake holder’s value and sustaining industry leadership.

Operational risk objectives include the following:

(a) To provide clear and consistent direction in all operations of the group

(b) To provide a standardised framework and appropriate guidelines for creating and managing all operational risk exposures

(c) To enable the group identify and analyse events (both internal and external) that impact on its business.

6.3.7.3. Risk Acceptance Criteria

These are the preconditions upon which the decision to accept the likelihood and impact of a particular risk is evaluated. Risk acceptance criteria are used as a basis for decisions about acceptable risk. Risk acceptance depends on risk criteria and the risk appetite of executive management. Zenith Bank accepts risks that are within it comfort level (risk appetite).
6.3.7.4. Risk Assessment/Measurement Criteria
Risk assessment is all about measuring and prioritizing risks so that risk levels are managed within defined tolerance thresholds without being over controlled or foregoing desirable opportunities. Assessing risks consists of assigning values to each risk and opportunity using the defined criteria. The The Bank uses Probability and Impact matrix to determine which risks need detailed risk response plans.

- Probability determination is based on historical event data and the effectiveness of existing control, while
- Impact determination is based on the effect on Finance, Reputation, Human live and Disruption in Operations

This initiative has been instituted and the Bank aims to achieve compliance by all business units on an annual basis.

6.3.7.5. Calculation of Risk Level
Risk level calculation is a combination of the probability of an event occurring and the consequences if that event does occur. This gives a simple formula to measure the level of risk in any situation. (Prob x Impact = Risk Level)

The risk level is assessed and evaluated in 3 steps namely

- inherent risk assessment,
- control assessment and
- Residual risk assessment.

The risk assessment is based on the probability and impact represented on a five (5) point scale, as indicated in the following table. The qualitative and quantitative definitions provides guidance for selection of probability and impact.

<table>
<thead>
<tr>
<th>Probability</th>
<th>Description</th>
<th>Rating</th>
</tr>
</thead>
<tbody>
<tr>
<td>Very High</td>
<td>Occurs Daily</td>
<td>5</td>
</tr>
<tr>
<td>High</td>
<td>Occurs Weekly</td>
<td>4</td>
</tr>
<tr>
<td>Medium</td>
<td>Occurs Monthly</td>
<td>3</td>
</tr>
<tr>
<td>Low</td>
<td>Occurs Quarterly</td>
<td>2</td>
</tr>
<tr>
<td>Very Low</td>
<td>Occurs once in a years or more</td>
<td>1</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Impact</th>
<th>Description</th>
<th>Rating</th>
<th>Value in =N=</th>
</tr>
</thead>
<tbody>
<tr>
<td>Catastrophic</td>
<td>Impact is considered catastrophic when the event threatens the existence of bank</td>
<td>5</td>
<td>Greater than 1% of Shareholders Fund</td>
</tr>
<tr>
<td>Critical</td>
<td>Impact is considered critical when the event could prevent the bank from achieving all, or a major part, of its objectives for a period greater than 6 months</td>
<td>4</td>
<td>Between 0.51% to 1% of Shareholders Fund</td>
</tr>
<tr>
<td>Moderate</td>
<td>Impact is considered Moderate when event could stop the bank achieving its objectives for a period of six to three months</td>
<td>3</td>
<td>Between 0.31% to 0.5% of Shareholders Fund</td>
</tr>
<tr>
<td>Minor</td>
<td>Impact is considered Minor when the event could stop the bank achieving its objectives for a limited period of Three to one month</td>
<td>2</td>
<td>Between 0.2% to 0.3% of Shareholders Fund</td>
</tr>
<tr>
<td>Negligible</td>
<td>Impact is considered Insignificant when the event could cause minor inconvenience but will not affect the achievement of the objectives</td>
<td>1</td>
<td>Below 0.2% of Shareholders Fund</td>
</tr>
</tbody>
</table>
6.3.7.6. Operational Risk - Control and Mitigations

The overall objective for managing Operational Risk given the scope of our operation as well as the geographical spread, is anchored on three critical considerations as follows:

- To ensure that effective and efficient processes and service standards are entrenched as part of doing business;
- To create a corporate culture that views ORM as a good business practice and not just as a compliance or regulatory issue.
- To leverage on the existing internal control framework in order to minimise the frequency and financial impact of operational risks in our products and processes;

The “Control” is defined as any measure taken by management, which either reduces the likelihood (Frequency) of an event occurring or reduces the potential damage (Severity) arising from that event. Control includes measures to ensure adherence to management’s directives, policies and procedures as well as conformity to local laws and regulations.

The control assessment evaluate the controls against relative risks to determine appropriateness, effectiveness and efficiency. Each control is rated on a five point scale of 1-5 as shown below:

<table>
<thead>
<tr>
<th>Control Rating</th>
<th>Assessment Area</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>S/No</strong></td>
<td><strong>Level</strong></td>
</tr>
<tr>
<td>1</td>
<td>Very Weak</td>
</tr>
<tr>
<td>2</td>
<td>Weak</td>
</tr>
<tr>
<td>3</td>
<td>Medium</td>
</tr>
<tr>
<td>4</td>
<td>Strong</td>
</tr>
<tr>
<td>5</td>
<td>Very Strong</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Control Effectiveness</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Very Strong</td>
<td>Occurs Daily, Internal controls are considered very effective and efficient</td>
</tr>
<tr>
<td>Strong</td>
<td>Internal controls are considered appropriate in the circumstances may require action</td>
</tr>
<tr>
<td>Medium</td>
<td>Some weakness noted, minimal action required</td>
</tr>
<tr>
<td>Weak</td>
<td>Significant weakness have been identified and major action required</td>
</tr>
<tr>
<td>Very Weak</td>
<td>No controls are in place, significant and immediate action required</td>
</tr>
</tbody>
</table>

Prioritize risks

Risk prioritization is the process of determining risk management priorities by comparing the level of risk against predetermined target risk levels and tolerance thresholds. Risk is viewed not just in terms of financial impact and probability, but also subjective criteria such as health and safety impact, reputational impact, vulnerability, and speed of onset. The Bank prioritize it risks from the highest to the lowest and treatment is be applied accordingly.
Risk Treatment

Risk treatment involves developing a range of options for mitigating the risk, assessing those options, and then preparing and implementing action plans. The highest rated risks is addressed as a matter of urgency.

Selecting the most appropriate risk treatment means balancing the costs of implementing each activity against the benefits derived. In general, the cost of managing the risks needs to be commensurate with the benefits obtained. When making cost versus benefit judgments the wider context is taken into account.

Depending on the type and nature of the risk, the bank uses the following options to treat its risk:

- **Avoid (Terminate)** - deciding not to proceed with the activity that introduced the unacceptable risk, choosing an alternative more acceptable activity that meets business objectives, or choosing an alternative less risky approach or process.
- **Reduce (Treat)** - implementing a strategy that is designed to reduce the likelihood or consequence of the risk to an acceptable level, where elimination is considered to be excessive in terms of time or expense.
- **Share/Transfer (Transfer)** - implementing a strategy that shares or transfers the risk to another party or parties, such as outsourcing the management of physical assets, developing contracts with service providers or insuring against the risk. The third-party accepting the risk is aware of and agree to accept this obligation.
- **Accept (Tolerate)** - making an informed decision that the risk rating is at an acceptable level or that the cost of the treatment outweighs the benefit. This option may also be relevant in situations where a residual risk remains after other treatment options have been put in place. No further action is taken to treat the risk, however, ongoing monitoring is recommended.

A range of treatments may be available for each risk and these options are not necessarily mutually exclusive or appropriate in all circumstances. Selection of the most appropriate risk treatment approach is developed in consultation with relevant stakeholders and process owners.

6.3.7.7. Operational Risk – Monitoring

Operational risk issues are monitored on a regular basis by the respective business units through periodic reviews of operations. The Internal Audit Department conducts regular audits of the Bank’s operations and these reports also provide senior management with information about the effectiveness of internal controls in managing operational risks. The Bank has implemented processes to identify and track key risk indicators in order to establish a periodic mechanism for monitoring trends of different types of operational risk.

The Bank has a Loss Data Collection process in place whereby operational loss incidents are reported on a periodic basis to the Operational Risk Management team. This process is followed across all business activities and operational losses reported are classified under the Basel recommended business lines and loss event types. Near misses, which are operational risk incidents that have not resulted in any financial losses, are also captured and reported. This process is subject to review by the Internal Audit.

6.3.7.8. Operational Risk – Reporting

The Bank’s Operational Risk Management Department collects and aggregates data about internal losses, and results of RCSAs for reporting to senior management and Board of Directors, as appropriate. The line management of the respective business units also make periodic reports on areas of significant operational risk arising from their business processes to the senior management. The Operational Risk Management Department presents a periodic operational risk dashboard analyzing the loss events, results of the risk and control self-assessment, and progress of risk mitigation initiatives such as business continuity planning. These reports are reviewed by the Chief Risk Officer, Operational Risk SubCommittee & Board Risk Management Committee.

6.3.7.9. Operational Risk – Capital Measurement

The Bank currently allocates capital for operational risks by following the Basic Indicator Approach (BIA), as recommended by the Basel Committee and the Central Bank of Nigeria (CBN). Based on this approach, the Bank’s gross income is treated as a proxy for the institution’s overall operational risk exposure and operational risk capital requirement is computed as 15% of the average gross income from the preceding three years. Gross income is
defined as net interest income plus net non-interest income, in line with CBN guidelines for regulatory capital measurement as part of Basel II implementation.

The Bank has been compiling internal loss data and developing capacity to move to more advance and risk sensitive approach. However, the BCBS after its several consultations has finally withdraw all existing approaches and replacing them with a new Standardized Measurement Approach (SMA.) this revised the Business Indicator (BI) and combines it with some recognition of a bank’s internal loss data (for medium and large sized banks), thereby introducing a degree of risk-sensitivity and providing some incentive for banks to improve their operational risk management. The bank will continue to adopt the BIA Approach till such time a decision is taken on adopting the Standardize Measurement Approach in regulatory reporting. We however adopted the SMA for the first time in the evaluation of Economic Capital as part of ICAAP process. We will however continue to finetune this process with a view to adopting it for Pillar reporting after due approval from the regulator.

Internal loss gathering process is in place and being implemented. The bank will continue to review and fine turn the process to capture all operational risk events including near misses and potential losses

The computation of operational risk capital requirement as of 31 December 2018 is based on the average of the following quarterly gross income data:

<table>
<thead>
<tr>
<th>Table 15: OPERATIONAL RISK CAPITAL COMPUTATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>GROSS INCOME (Naira Mn.)</td>
</tr>
<tr>
<td>--------------------------</td>
</tr>
<tr>
<td>Gross income for the Three financial years under consideration</td>
</tr>
<tr>
<td>Aggregate gross income (year 1 to 3)</td>
</tr>
<tr>
<td>Beta factor</td>
</tr>
<tr>
<td>gross income X beta factor</td>
</tr>
<tr>
<td>Number of year with positive annual gross income</td>
</tr>
<tr>
<td>Operational risk capital charge</td>
</tr>
</tbody>
</table>

Capital requirement as cushion for Operational Risk, as determined using the Basic Indicator Approach for Operational Risk under Basel II, amounts to NGN 70,535 billion, which represents 15.66% of the total capital requirement for Pillar 1.
# PILLAR 2 RISKS

## 7.2.1. Credit Concentration Risk
This is the risk of loss due to inadequate diversification of the loan book, creating volatile returns under a wide range of economic conditions. It refers to any single exposure or group of exposures with the potential to produce losses large enough (relative to a bank’s capital, total assets, or overall risk level) to threaten the Bank’s financial health.

### 7.2.1.1. Sources of risk
It arises from significant exposure to a counterparty or group of related counterparties in the same economic sector. The credit exposure could be by region, sector and product type.

<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk Exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>This is the risk of loss due to inadequate diversification of the loan book, creating volatile returns under a wide range of economic conditions. It refers to any single or group of exposures with the potential to produce losses large enough to threaten the Bank’s financial health</td>
<td>Significant exposure to a counterparty or group of related counterparties in the same economic sector. The credit exposure could be by region, sector and product type.</td>
<td>• The Herfindahl-Hirschman Index (HHI) based on excess concentration over average benchmark. • See below for concentration risk computation</td>
<td>97,369</td>
<td>Regular monitoring of credit concentration risk by geographical location and by industry sector. Implementation of a systematic credit limits management process. Use of portfolio concentration limits (which are subject to periodic review) and has defined maximum amount that the individual or counterparty can obtain as loan. Close monitoring and reporting of limits to appropriate levels of authority. Clearly defined internal policies, debt service capability and balance sheet management guidelines.</td>
<td>25%</td>
<td>24,342.31</td>
</tr>
</tbody>
</table>

### 7.2.1.2. Mitigation
Zenith Bank monitors concentrations of credit risk by geographical location and by industry sector. It has in place various portfolio concentration limits (which are subject to periodic review) and has defined maximum amount that the individual or counterparty can obtain as loan. These limits are closely monitored and reported to appropriate levels of authority on a regular basis.

Our exposures to any industry or customer will be determined by the regulatory guidelines, clearly defined internal policies, debt service capability and balance sheet management guidelines.

We maintain a ratings grade, which is applicable to both new and existing customers in order to allow for a meaningful distribution of exposures across grades with no excessive concentrations on the borrower-rating and its facility-rating scale.

Also, we have implemented a systematic credit limits management process to enable the Bank monitor its credit exposure on daily basis at country, borrower, industry, credit risk rating and credit facility type levels.
### 7.2.2. Interest Rate Risk in the Banking Book

This is the risk of loss resulting from the exposure of the Bank’s financial condition within a specified period to adverse movements in interest rates which are likely to affect the Bank’s earnings and capital base.

#### 7.2.2.1. Sources of risk

The Bank is exposed to a considerable level of interest rate risk especially on the banking book which may lead to a decline in the net interest income, depending on whether the repricing gap is negative or positive as a result of fluctuations in the future cash flows of financial instruments.

<table>
<thead>
<tr>
<th>Risk Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis /Metrics</th>
<th>Risk Exposure ( N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge ( N Million)</th>
</tr>
</thead>
</table>
| This is the risk of loss resulting from the exposure of the Bank's financial condition within a specified period to adverse movements in interest rates which are likely to affect the Bank’s earnings and capital base. | • Repricing/Matching risk: mismatches in interest rate fixation periods  
• Yield curve risk: which is caused by changes in the slope and shape of the yield curve  
• Basis risk: imperfect correlation in the adjustment of the rates earned and paid on different products with otherwise similar repricing characteristics,  
• Option risk: primarily from options (gamma and vega effect) that are embedded in banking book positions (e.g. early redemption rights in the case of loans) | The capital charge figure is derived from the Repricing Gap Schedule as at Jun 2019 and it reflects the cumulative decline in Net Interest Income in the various time buckets by 200bps.  
• See belowes for interest rate risk computation. | $9,471.00 | Not Applicable | $9,471.00 |

- Significant portion of non-rate sensitive liabilities to minimise the impact of the exposure to interest rate risks.
- Flexibility in adjustment of lending and deposits rates to reflect market realities.
- ALCO, treasury and market risk management function are jointly responsible for controlling the mismatch in assets and liabilities.
- The management of interest risk against interest rate gap limits is supplemented by monitoring of the sensitivity of the Bank’s financial assets and liabilities to various scenarios.
<table>
<thead>
<tr>
<th>Figures in millions of Naira</th>
<th>Carrying amount</th>
<th>Up to 1 month</th>
<th>1 - 3 months</th>
<th>3 - 6 months</th>
<th>6 - 12 months</th>
<th>Over 1 year</th>
</tr>
</thead>
<tbody>
<tr>
<td>Financial assets</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Cash and balances with central banks</td>
<td>7,500.00</td>
<td>7,500.00</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Treasury Bills</td>
<td>480,950.00</td>
<td>24,211.00</td>
<td>112,328.00</td>
<td>159,816.00</td>
<td>184,596.00</td>
<td></td>
</tr>
<tr>
<td>Assets pledged as collateral</td>
<td>517,429.00</td>
<td>0</td>
<td>82,262.00</td>
<td>192,160.00</td>
<td>22,508.00</td>
<td>220,499.00</td>
</tr>
<tr>
<td>Due from other banks</td>
<td>857,376.00</td>
<td>356,258.00</td>
<td>344,146.00</td>
<td></td>
<td>23,982.00</td>
<td>132,990.00</td>
</tr>
<tr>
<td>Derivative assets</td>
<td>65,709.00</td>
<td>2,484.00</td>
<td>15,440.00</td>
<td>15,028.00</td>
<td>32,758.00</td>
<td></td>
</tr>
<tr>
<td>Loans and advances to customers</td>
<td>1,952,135.00</td>
<td>466,818.00</td>
<td>139,612.00</td>
<td>81,558.00</td>
<td>93,770.00</td>
<td>1,170,278.00</td>
</tr>
<tr>
<td>Investment securities</td>
<td>301,537.00</td>
<td>1,873.00</td>
<td>70,548.00</td>
<td>9,751.00</td>
<td>219,365.00</td>
<td></td>
</tr>
<tr>
<td>Total Rate Sensitive Assets</td>
<td>4,182,636.00</td>
<td>857,270.00</td>
<td>695,661.00</td>
<td>519,109.00</td>
<td>367,364.00</td>
<td>1,743,232.00</td>
</tr>
<tr>
<td>Financial liabilities</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Customers deposits</td>
<td>3,810,025.00</td>
<td>3,639,231.00</td>
<td>113,055.00</td>
<td>57,637.00</td>
<td>101.00</td>
<td></td>
</tr>
<tr>
<td>Derivative assets</td>
<td>6,698.00</td>
<td>1,698.00</td>
<td>514.00</td>
<td>1,007.00</td>
<td>3,466.00</td>
<td></td>
</tr>
<tr>
<td>on lending facilities</td>
<td>398,393.00</td>
<td>99,567.00</td>
<td>30,136.00</td>
<td>59,069.00</td>
<td>209,621.00</td>
<td></td>
</tr>
<tr>
<td>Borrowings</td>
<td>412,264.00</td>
<td>157,471.00</td>
<td>142,551.00</td>
<td>29,148.00</td>
<td>83,094.00</td>
<td></td>
</tr>
<tr>
<td>Debt Securities</td>
<td>181,091.00</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Other financial liabilities</td>
<td>225,313.00</td>
<td>191,075.00</td>
<td>7,535.00</td>
<td>28.00</td>
<td>3,465.00</td>
<td>23,207.00</td>
</tr>
<tr>
<td>Total Rate Sensitive Liabilities</td>
<td>5,033,770.00</td>
<td>3,832,008.00</td>
<td>378,142.00</td>
<td>231,359.00</td>
<td>95,250.00</td>
<td>497,013.00</td>
</tr>
</tbody>
</table>

Interest Rate Gap (asset - liabilities)

- (851,136.00) | (2,974,738.00) | 317,519.00 | 287,750.00 | 272,114.00 | 1,246,219.00

Rates Movements (BPs) | Carrying amount | Up to 1 month | 1 - 3 months | 3 - 6 months | 6 - 12 months | Over 1 year |
<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Effect on NII 100</td>
<td>(8,512.31)</td>
<td>(29,747.36)</td>
<td>3,175.19</td>
<td>2,877.51</td>
<td>2,721.16</td>
<td>12,461.19</td>
</tr>
<tr>
<td>Effect on NII 200</td>
<td>(17,024.62)</td>
<td>(59,494.72)</td>
<td>6,350.38</td>
<td>5,755.02</td>
<td>5,442.32</td>
<td>24,922.38</td>
</tr>
<tr>
<td>Effect on NII 300</td>
<td>(25,536.93)</td>
<td>(89,242.08)</td>
<td>9,525.57</td>
<td>8,632.53</td>
<td>8,163.48</td>
<td>37,383.57</td>
</tr>
<tr>
<td>Effect on NII 400</td>
<td>(34,049.24)</td>
<td>(118,989.44)</td>
<td>12,700.76</td>
<td>11,510.04</td>
<td>10,884.64</td>
<td>49,844.76</td>
</tr>
<tr>
<td>Effect on NII 500</td>
<td>(42,561.55)</td>
<td>(148,736.80)</td>
<td>15,875.95</td>
<td>14,387.55</td>
<td>13,605.80</td>
<td>62,305.95</td>
</tr>
<tr>
<td>Effect on NII -100</td>
<td>8,512.31</td>
<td>29,747.36</td>
<td>(3,175.19)</td>
<td>(2,877.51)</td>
<td>(2,721.16)</td>
<td>(12,461.19)</td>
</tr>
<tr>
<td>Effect on NII -200</td>
<td>17,024.62</td>
<td>59,494.72</td>
<td>(6,350.38)</td>
<td>(5,755.02)</td>
<td>(5,442.32)</td>
<td>(24,922.38)</td>
</tr>
<tr>
<td>Effect on NII -300</td>
<td>25,536.93</td>
<td>89,242.08</td>
<td>(9,525.57)</td>
<td>(8,632.53)</td>
<td>(8,163.48)</td>
<td>(37,383.57)</td>
</tr>
<tr>
<td>Effect on NII -400</td>
<td>34,049.24</td>
<td>118,989.44</td>
<td>(12,700.76)</td>
<td>(11,510.04)</td>
<td>(10,884.64)</td>
<td>(49,844.76)</td>
</tr>
<tr>
<td>Effect on NII -500</td>
<td>42,561.55</td>
<td>148,736.80</td>
<td>(15,875.95)</td>
<td>(14,387.55)</td>
<td>(13,605.80)</td>
<td>(62,305.95)</td>
</tr>
</tbody>
</table>

Capital Charge | 148,736.80

The capital charge from the earning approach perspective is derived from the Repricing Gap Schedule as at 30, June 2019 and it reflects the maximum cumulative decline in Net Interest Income in the various time buckets assuming interest rate decreases by 200bps.
7.2.2.2. IRRBB - Monitoring and Reporting
Risk reporting is essential to facilitate communication of risk information to relevant recipients to enable effective oversight on various components of IRRBB. In this sense, risk reports are concise, accurate, comprehensible and timely. Reporting covers current position, dynamics of risk exposure through time and exceptions from policy prescriptions. The market risk management unit prepares various reports on IRRBB at regular intervals for reporting to the ALCO and BRMC.

7.2.2.3. IRRBB - Mitigation
Zenith Bank has a significant portion of non-rate sensitive liabilities to minimise the impact of the exposure to interest rate risks. Also, we employ flexibility in adjustment of our lending and deposits rates to reflect market realities.

The ALCO, treasury and market risk management function are jointly responsible for controlling the mismatch in assets and liabilities.

The management of interest risk against interest rate gap limits is supplemented by monitoring of the sensitivity of the Bank’s financial assets and liabilities to various scenarios.

7.2.3. Strategic Risk
Strategic risk is the risk of current or prospective impact on the Bank’s earnings, capital, reputation or standing arising from the changes in the operating environment and from adverse strategic decisions, improper implementation of decisions, or lack of responsiveness to industry, economic or technological changes.

7.2.3.1. Sources of risk
The Bank is exposed to strategic risks in its business planning activities and to strategic execution risk in all key operations impacted by the Bank’s strategy. The manifestation of this risk would arise from two main sources, namely external and internal sources. The key strategic risks affecting the Bank could be as a result of poorly planned and executed decisions, inadequate corporate strategy, improper analysis that can impact the implementation of key decisions, inability to respond promptly to business opportunities and changes in customer profile, lack of responsiveness to technological, regulatory and industry changes, improper communication of the Bank’s strategic objectives, inability to recruit personnel with skills and experience required to execute strategy and lack of complete and accurate information.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment basis/Metrics</th>
<th>Risk exposure (N’ Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N’ Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Strategic risk is the risk of current or prospective impact on the Bank’s earnings, capital, reputation or standing arising from the changes in the operating environment and from adverse strategic decisions, improper implementation of decisions, or lack of responsiveness to industry, economic or technological changes.</td>
<td>Result of poorly planned and executed decisions. Inability to respond promptly to business opportunities and changes in customer profiles. Lack of responsiveness to technological, regulatory and industry changes. Inability to recruit personnel with skills and experience required to execute strategy. The capital charge figure is derived from analysis of the cost of the Bank’s strategic initiative to increase annual Gross earnings in the last three years. See below for strategic risk computation</td>
<td>38,850.85</td>
<td>Processes and procedures are in place to ensure that the right models are employed and appropriately communicated to all decision makers on issues relating to strategic risk management. Performance is measured against strategic plans and budgets and closely monitored on a regular basis. The Strategy Management and Risk Management Groups conduct periodic review to take account of changing circumstances, new management strategies and potential risks. Defined limits for lending activities</td>
<td>10%</td>
<td>3,885.09</td>
<td></td>
</tr>
</tbody>
</table>

7.2.3.2 Mitigation
Zenith Bank has put in place processes and procedures to ensure that the right models are employed and appropriately communicated to all decision makers on issues relating to strategic risk management. The Strategy Management and Risk Management Groups periodically review and update the Strategic Risk Universe to take account of changing circumstances, new management strategies and potential risks. Our performance is measured against strategic plans and budgets and closely monitored on a regular basis. A financial review is presented to the Board at each Board Meeting. Also, we have set limits for our lending activities to ensure that an acceptable ratio is maintained between customer deposits and lending. The lending limits are further broken down into business sector limits to ensure the Bank is not over-exposed in any single business sector.

7.2.3 Liquidity Risk
Liquidity risk is defined as the risk to earnings and capital arising from the Bank’s inability to meet its obligations when they become due, without incurring unacceptable losses.

7.2.3.1 Sources of risk
Liquidity risk can arise from funding concentration, where a significant depositor or class of depositors withdraw their funds from the Bank without sufficient notice. The deterioration in the quality of the credit portfolio, or the inability of the Bank to sell out of a position or dispose of an asset without incurring significant losses can all create liquidity risk.
**Table: Sources of Risk and Assessment Basis/Metrics**

<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
</table>
| Liquidity risk is defined as the risk to earnings and capital arising from the Bank’s inability to meet its obligations when they become due, without incurring unacceptable losses. | Funding concentration, where a significant depositor or class of depositors withdraw their funds from the Bank without sufficient notice. Deterioration in the quality of the deposit portfolio. Inability of the Bank to sell out of a position or dispose of an asset without incurring significant losses. | The capital charge figure is derived from the minimum loss/interest cost incurred in closing the Bank's highest liquidity gap as at 31 December 2018. See below for the Liquidity Gap Schedule and liquidity risk computation | 76,416 | • ALCO is charged with monitoring and management of liquidity risk exposures on a regular basis.  
• As part of the management of liquidity risk arising from financial liabilities, the Bank holds liquid assets which can be readily sold to meet liquidity requirements.  
• Performing liquidity gap analysis.  
• Adequately diversification of funding structure and access to funding sources.  
• Committed credit lines that can be drawn in case of liquidity crises. | 0% | Nil |

**Table: Figures in millions of Naira**

<table>
<thead>
<tr>
<th>Assets</th>
<th>Carrying Amount</th>
<th>Up to 1 month</th>
<th>1 - 3 months</th>
<th>3 - 6 months</th>
<th>6 - 12 months</th>
<th>Over 1 year</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Cash and balances with central banks</td>
<td>797,228</td>
<td>106,791</td>
<td>-</td>
<td>-</td>
<td>690,437</td>
<td>-</td>
<td></td>
</tr>
<tr>
<td>Treasury and other eligible bills (Amortized cost)</td>
<td>832,003</td>
<td>50,287</td>
<td>232,044</td>
<td>288,638</td>
<td>261,033</td>
<td>-</td>
<td></td>
</tr>
<tr>
<td>Assets pledged as collateral</td>
<td>517,429</td>
<td>0</td>
<td>39,695</td>
<td>105,020</td>
<td>162,592</td>
<td>210,122</td>
<td></td>
</tr>
<tr>
<td>Due from other banks</td>
<td>533,064</td>
<td>439,951</td>
<td>31,902</td>
<td>54,652</td>
<td>1,846</td>
<td>4,713</td>
<td></td>
</tr>
<tr>
<td>Derivative assets</td>
<td>65,709</td>
<td>2,484</td>
<td>15,440</td>
<td>15,028</td>
<td>32,758</td>
<td>-</td>
<td></td>
</tr>
<tr>
<td>Loans and advances to customers (gross)</td>
<td>1,872,571</td>
<td>444,168</td>
<td>20,063</td>
<td>49,369</td>
<td>92,770</td>
<td>1,266,202</td>
<td></td>
</tr>
<tr>
<td>Investment securities (Amortized cost and Fair value through OCI)</td>
<td>186,915</td>
<td>7,263</td>
<td>0</td>
<td>17,242</td>
<td>284</td>
<td>162,125</td>
<td></td>
</tr>
<tr>
<td>Investments in Subsidiaries</td>
<td>34,625</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>34,625</td>
<td></td>
</tr>
<tr>
<td>Deferred Tax Assets</td>
<td>10,988</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>10,988</td>
<td></td>
</tr>
<tr>
<td>Other Assets</td>
<td>123,181</td>
<td>40,381</td>
<td>-</td>
<td>-</td>
<td>82,799</td>
<td>-</td>
<td></td>
</tr>
<tr>
<td>Property and Equipment</td>
<td>149,345</td>
<td>(417)</td>
<td>-</td>
<td>-</td>
<td>44,428</td>
<td>105,334</td>
<td></td>
</tr>
<tr>
<td>Intangible Assets</td>
<td>15,556</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>15,556</td>
<td></td>
</tr>
<tr>
<td><strong>Total Assets</strong></td>
<td>5,138,614</td>
<td>1,090,910</td>
<td>339,143</td>
<td>529,949</td>
<td>1,368,948</td>
<td>1,809,665</td>
<td></td>
</tr>
</tbody>
</table>
### Pillar 3 Disclosures for the period ended 30th June 2019

#### Figures in millions of Naira

<table>
<thead>
<tr>
<th>Liabilities</th>
<th>Carrying Amount</th>
<th>Up to 1 month</th>
<th>1 - 3 months</th>
<th>3 - 6 months</th>
<th>6 - 12 months</th>
<th>Over 1 year</th>
</tr>
</thead>
<tbody>
<tr>
<td>Customer deposits</td>
<td>3,025,725</td>
<td>2,935,052</td>
<td>90,251</td>
<td>341</td>
<td>81</td>
<td>-</td>
</tr>
<tr>
<td>Derivative liabilities</td>
<td>6,685</td>
<td>2,287</td>
<td>2,505</td>
<td>1,599</td>
<td>294</td>
<td>-</td>
</tr>
<tr>
<td>Current income tax liabilities</td>
<td>12,001</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>12,001</td>
<td>-</td>
</tr>
<tr>
<td>Deferred income tax liabilities</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>-</td>
</tr>
<tr>
<td>Other Liabilities(Including Allowances for Impairment)</td>
<td>409,438</td>
<td>61,408</td>
<td>-</td>
<td>-</td>
<td>208,298</td>
<td>139,732</td>
</tr>
<tr>
<td>On-lending facilities</td>
<td>398,393</td>
<td>2,577</td>
<td>780</td>
<td>1,529</td>
<td>4,010</td>
<td>389,498</td>
</tr>
<tr>
<td>Borrowings</td>
<td>435,865</td>
<td>0.00</td>
<td>-</td>
<td>-</td>
<td>1,249</td>
<td>434,616</td>
</tr>
<tr>
<td>Debt securities issued</td>
<td>181,091</td>
<td>-</td>
<td>-</td>
<td>-</td>
<td>811</td>
<td>180,280</td>
</tr>
<tr>
<td>Total Liabilities</td>
<td>4,469,198</td>
<td>3,001,324</td>
<td>93,536</td>
<td>3,469</td>
<td>137,984.00</td>
<td>1,104,591.45</td>
</tr>
</tbody>
</table>

| Net Liquidity Gap                  | 669,416        | (1,910,414)   | 245,607      | 526,479      | 1,142,204     | 665,540     |
| Cumulative Net Liquidity Gap       | (1,910,414)    | (1,664,807)   | (1,138,328)  | 3,876        | 669,416       |

---

#### 7.2.3.2 Mitigation

Zenith Bank has implemented a comprehensive liquidity risk management framework that ensures that adequate liquidity, including a cushion of unencumbered and high quality liquid assets is maintained at all times. ALCO is charged with monitoring and management of our liquidity risk exposures on a regular basis. As part of the management of liquidity risk arising from financial liabilities, the Bank holds liquid assets comprising cash and cash equivalents, and debt securities issued by sovereigns, which can be readily sold to meet liquidity requirements. In addition, we have adequately diversified our funding structure and access to funding sources. We also continue to maintain committed credit lines that can be drawn in case of liquidity crises.

#### 7.2.4 Group Risk

This is the risk of loss from activities or operating performance of a subsidiary company that may impact negatively on the capital of Zenith Bank.

#### 7.2.4.1 Sources of risk

This risk could arise from change in regulatory or political environment and requirements of subsidiaries that may lead to loss of operations or greatly reduce the operating performances of the subsidiaries.
This is the risk of loss from activities or operating performance of local and foreign subsidiary entities may impact negatively on the capital of Zenith Bank.

- Changes in regulatory or political environment and requirements of subsidiaries that may lead to loss of operations or greatly reduce the operating performances of the subsidiaries.
- The capital charge figure is derived from the actual amount invested in the subsidiary companies and the likelihood of loss of investment. See next slides for the computation of the capital charge.

1,728

- On a regular basis, Zenith Bank carries out risk analysis process to assess the risk associated with its subsidiaries.
- Appointment of senior management staff of Zenith Bank as Executive Directors of each subsidiary to ensure that the core values and principles of the brand are seamlessly instilled across subsidiaries.
- On a regular basis, subsidiaries provide monthly and quarterly reports on their business and operational activities to the Bank.

Not Applicable

1,728

7.2.4.2 Mitigation
On a regular basis, Zenith Bank carries out risk analysis process to assess the risk associated with its subsidiaries. We have also appointed senior management staff to act as the Executive Director of each subsidiary while other key staff are seconded to assist in the supervision of critical departments of the subsidiaries. The objective of this management structure is to ensure that the core values and principles of the Zenith Bank brand are seamlessly instilled across subsidiaries.

On a regular basis, Zenith’s subsidiaries provide monthly and quarterly reports on their business and operational activities. The reports covers the subsidiaries’ financial performance, risk assessment, regulatory and compliance matters amongst others.

7.2.5 Regulatory Compliance Risk
This is the risk that the Zenith Bank will either deliberately or otherwise, provide inaccurate response or fail to comply with regulatory pronouncements, laws and/or regulations, thereby resulting in adverse consequences for the Bank.

7.2.5.1 Sources of risk
This risk arises from failure to meet regulatory requirements, inaccurate rendition of regulatory returns, failure to meet regulatory deadlines and other relevant compliance obligations.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>This is the risk that the Zenith Bank will either deliberately or otherwise, provide inaccurate response or fail to comply with regulatory pronouncements, laws and/or regulations, thereby resulting in adverse consequences for the Bank.</td>
<td>Failure to meet regulatory requirements</td>
<td>• The Capital charge figure is based on the following considerations:</td>
<td>26.51</td>
<td>• Designation of the role of chief compliance officer at the management level</td>
<td>Not Applicable</td>
<td>26.51</td>
</tr>
<tr>
<td></td>
<td>Inaccurate rendition of regulatory returns</td>
<td>• Total value paid by the Bank for regulatory infractions in the last 3 years.</td>
<td></td>
<td>• Centralized compliance department to ensure seamless handling of information gathering, disclosure and exchange of information.</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Failure to meet regulatory deadlines and other relevant compliance obligations.</td>
<td>• The Bank’s total number of relevant returns to be filed and the corresponding fines attracted due to infractions.</td>
<td></td>
<td>• Regular monitoring of compliance with all applicable regulatory requirements and pronouncements.</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>• At all times, the Bank’s compliance universe is up to date and all parties are aware of their responsibilities.</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### 7.2.5.2 Mitigation
In order to ensure that this risk does not crystallise, the Bank’s compliance unit monitors compliance with all applicable regulatory requirements and pronouncements. At all times, we ensure that the Bank’s compliance universe is up to date and all parties are aware of their responsibilities.

### 7.2.6 Fraud Risk
This is the risk that the management and employees of Zenith Bank (individually or in collusion) or external parties may commit fraud or illegal acts which could cause damage to the Bank’s reputation and erode earnings.

#### 7.2.6.1 Sources of risk
Due to the size and complexities of our operations and activities, Zenith Bank is exposed to fraud risk, both from external and internal parties. Employees of the Bank could perpetuate unauthorized acts such as theft, deliberate suppression of transactions, intentional mismatching the Bank’s assets or liabilities, use of wrong market indices to create false impression of a gain and profits in the Bank’s books.

Additionally, the external sources of fraud include the falsification of documents by customers and other relevant third parties.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>This is the risk that the management and employees of Zenith Bank (individually or in collusion) or external parties may commit fraud or illegal acts which could cause damage to the Bank’s reputation and erode earnings.</td>
<td>Internal sources: ● Theft ● deliberate suppression of transactions ● intentional mismatching the Bank’s assets or liabilities ● Use of wrong market indices to create false impression of a gain and profits in the Bank’s books. External sources include: ● falsification of documents by customers and other relevant third parties</td>
<td>● The Capital charge figure is derived from the number and amount of successful fraud and forgery attempts (excluding IT related incidences) in the past 3 years. ● Due to the increased frequency and magnitude of these incidences over the past 3 years, the Bank has taken prudent measures to apportion sufficient capital. ● See below for the computation of the capital charge.</td>
<td>1,114.08</td>
<td>65%</td>
<td>724.15</td>
<td></td>
</tr>
</tbody>
</table>

7.2.6.2 Mitigation
We closely monitors and promptly reports fraud and forgery incidences. Also, we ensure segregation of duties in assigning tasks and responsibilities, such that there instances where a single person starts and ends any process are limited and curtailed. There are different levels of approval with individual business units.

7.2.7 Reputational Risk
Reputational risk arises when situations, occurrences, business practices or events have the potential to materially and negatively influence stakeholders’ perceived trust and confidence in the Bank.

7.2.7.1 Sources of risk
The sources of reputational risk to the Bank include wrong perception by stakeholders of instances of impropriety or fraud, not living up to stakeholder expectations with regard to acting as a responsible corporate citizen, accountability and sustainability.
In addition, unfair treatment of customers by bank officials and non-compliance with trading standards, codes of practice and local laws will have a detrimental effect on the Bank’s reputation.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
</table>
| Reputational risk arises when situations, occurrences, business practices or events have the potential to materially and negatively influence stakeholders’ perceived trust and confidence in the Bank. | Wrong perception by stakeholders as a result of impropriety or fraud. Not living up to stakeholder expectations with regard to acting as a responsible corporate citizen, accountability and sustainability. Unfair treatment of customers by bank officials Detrimental effect as a result of non-compliance with trading standards, codes of practice and local laws. | • The Capital charge figure is derived from using Zenith’s Bank market capitalization as a proxy for its brand value and the likelihood of erosion of the brand equity  
• See below for the computation of the capital charge. | 723,689 | Board and management set the right tone for ethical values. All staff are aware of the Bank’s ethical practices and are mandatorily required to sign the code of conduct form. Strict compliance with regulatory standards Training and capacity building of staff in the risk and compliance functions Ensuring implementation of the Bank’s corporate responsibilities. | 5% | 1,809 |

### 7.2.7.2 Mitigation

The Board and management of the Bank ensures strict compliance with regulatory standards by investing in the training and capacity building of staff in the risk and compliance functions and ensuring that the Bank is on top of its corporate responsibilities. Most importantly, the Board and management set the right tone for ethical values. All staff are aware of the Bank’s ethical practices and are mandatorily required to sign the code of conduct form.

### 7.2.8 Information Technology

This is the probability that a given threat will exploit vulnerabilities of an IT asset and thereby causing harm to the Bank’s operations and activities.

#### 7.2.8.1 Sources of risk

The sources of this risk include uncoordinated IT strategy and failure of the Bank’s IT projects to deliver the desired change. The failure of the IT assets to prevent and/or detect breaches in data protection and information privacy, poor performance as well as obsolescence and emergence of more updated versions of information systems are key sources of IT risk to Zenith Bank.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>This is the probability that a given threat will exploit vulnerabilities of an IT asset and thereby causing harm to the Bank’s operations and activities.</td>
<td>• Uncoordinated IT strategy and failure of the Bank’s IT projects to deliver the desired change • Failure of the IT assets to prevent and/or detect breaches in data protection and information privacy • Poor performance of information systems • Obsolescence and emergence of more updated versions of information systems</td>
<td>• The Capital charge figure is based on the average of the cost of IT related costs and initiatives over the last 3 years • See below for the computation of the capital charge.</td>
<td>8,984</td>
<td>• The Board and executives oversight on cyber risks and activities. • Establishment of Information Technology (IT) Steering Committee responsible for development and oversight of corporate information technology (IT) strategies and plans. • Measures such as conduct of independent IT audits to guard against potential failures and to protect the Bank’s network. • Regular data back up and replication systems • Use of disaster recovery servers.</td>
<td>30%</td>
<td>2,695.20</td>
</tr>
</tbody>
</table>

### 7.2.8.2 Mitigation
The Board and Executives have adequate oversight on Information Technology (IT). The IT Steering Committee is responsible for amongst others, development of corporate information technology (IT) strategies and plans that ensure cost effective application and management of resources throughout the Bank. The Bank has put in place measures such as conduct of independent IT audits to guard against potential failures and to protect the Bank’s network. Also, processes are in place to ensure that data is adequately backed up and replicated to disaster recovery servers. Our internal auditors are charged with monitoring of the effectiveness of systems and controls. The risk management function ensures frequent review of risk controls in order to ensure safety of our data and privacy.

### 7.2.9 Cyber Security Risk
Cyber risk is defined as likelihood of financial loss, disruption or damage to the reputation of the Bank as a result premeditated attacks leading to failure of its information technology systems.

#### 7.2.9.1 Sources of risk
The attacks on the Bank’s digital banking platforms by hackers are also a major source of this risk. Furthermore, unrestricted access and the breach in data protection and privacy of information of the Bank and its customers are key sources of Cyber risks.
## Definition
Cybersecurity risk is defined as likelihood of financial loss, disruption or damage to the reputation of the Bank as a result of premeditated attacks leading to failure of its information technology systems.

## Sources of Risk
- Failure of the IT assets to prevent and/or detect breaches in data protection and information privacy.
- Poor performance of IT and information systems.
- Attacks on the Bank’s digital banking platforms by hackers.
- Unrestricted access and the breach in data protection and privacy of information.

## Assessment Basis/Metrics
- The Capital charge figure is derived from using information on:
  - Total amount invested in cyber related systems and security
  - Successful IT and cyber security attempts in the last 3 years.
- See below for computation of the capital charge.

## Risk exposure (N Million)
2,001.71

## Controls in place
- The Board and executives oversight on cyber risks and activities
- Oversight on cyber vulnerabilities across their banking groups
- Measures in place for effective bank-wide responses to them.
- Installation of malwares to protect its network and guide against security threats from hackers and unwarranted intruders etc.
- Frequent review of risk controls in order to ensure safety of data and privacy.

## Residual Risk Likelihood Assessment (%)
35%

## Capital Charge (N Million)
701.71

### 7.2.9.2 Mitigation
The Board and executives charged with responsibilities for cyber and IT in banks clearly understand the cyber vulnerabilities across their banking groups and have put in place effective bank-wide responses to them.

The Bank has installed malwares to protect its network and guide against security threats from hackers and unwarranted intruders etc. Also, processes are in place to ensure that data is adequately protected and backed up.

Our internal auditors are charged with monitoring of the effectiveness of systems and controls. The risk management function ensures frequent review of risk controls in order to ensure safety of our data and privacy.

### 7.2.10 Business Risk
This is the probability that value will be lost through the selection of specific business directions or through changes to Zenith Bank’s overall business model.

It is the risk that the Bank will fail to meet its performance target, or produce sufficient cash flow to maintain its operations resulting in a negative impact on the Bank’s operating results and financial conditions.

### 7.2.10.1 Sources of risk
The Bank is exposed to business risk in all of its operations. The risk could manifest as a result of ineffective or inadequate corporate strategy, types of customers/sources of business (market segments), types of products, adverse impact of external factors including interest rate, inflation, regulations, government policies, adverse regulatory directives, wars and natural disasters that could adversely affect the Bank’s ability to meet its financial target and performance metrics.
This is the probability that value will be lost through the selection of specific business directions or through changes to Zenith Bank’s overall business model. It is the risk that the Bank will fail to meet its performance target, or produce sufficient cash flow to maintain its operations resulting in a negative impact on the Bank’s operating results and financial conditions.

**7.2.10.2 Mitigation**

On a regular basis, the Managing Director and senior management team participate in performance & strategy review and Budget session to analyse the performances and identify gaps in achievement of initiatives of the Bank and its subsidiaries. In addition, valuable recommendations are proffered towards achieving continuous improvement in financial, social and environmental performance.

**7.2.11 Political Risk**

This is the risk that Zenith’s investment and returns could suffer as a result of political changes or instability in a country.

**7.2.11.1 Sources and Manifestation of Risk**

The sources of political risk includes change in the legal system/constitution, political disruptions such as terrorism, riots, coups, civil wars, international wars and political elections that may change the ruling government and can have an effect on Zenith Bank’s ability to recover its debts and carry on its operations.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>This is the risk that Zenith's investment and returns could suffer as a result of political changes or instability in its countries of operation.</td>
<td>• Change in the legal system/constitution, political disruptions such as riots and political elections that may change the ruling government and can have an effect on Zenith Bank's ability to recover its debts and carry on its operations. • The Capital charge figure is derived from using information from loan and advances risk exposure across the regions in Nigeria and the probability of political crisis. The assumption is that bank will not be able to recoup its investment in these regions if the risk crystallises. • See below for political risk computation</td>
<td>19,039.41</td>
<td>10%</td>
<td>1,903.94</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### 7.2.11.2 Mitigation
Zenith has implemented a political risk management strategy that includes review of economic and political development and proper assessment of its impact on our business. We ensure that recommendations to close the identified are gaps are properly implemented. Furthermore, we have put in place measures to ensure that we are independent and run a non-partisan organisation.

### 7.2.12 Legal Risk
Legal risk is defined as the risk of loss due to defective contractual arrangements, legal liability (both criminal and civil) incurred during business activities and operations.

This is the risk that legal action will be taken on the Zenith Bank because of the Bank or its representative i.e. Board, Management and employees’ actions and inactions, products, services or other events.

### 7.2.12.1 Sources of risk
The Bank is exposed to legal risk as a result unenforceable contract rights, recovering debts or obligations owed to the Bank, foreclosing on property in which the Bank holds an ownership interest, recovering damages caused by employees or third parties, allegations of errors, omissions, violations of law, damages and personal injury caused by the Bank, its management or staff.

Other sources of legal risk to the Bank includes employee liabilities and non-compliance with environmental laws etc.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Legal risk is defined as the risk of loss due to defective contractual arrangements, legal liability (both criminal and civil) incurred during business activities and operations. This is the risk that legal action will be taken on the Zenith Bank because of the Bank or its representative i.e. Board, Management and employees’ actions and inactions, products, services or other events.</td>
<td>Unenforceable contractual rights or obligations owed to the Bank. Foreclosure of property in which the Bank holds an ownership interest. Damages, allegations of errors, omissions, violations and personal injury caused by Management and/ or staff in which the Bank is liable to. Non-compliance with environmental laws etc.</td>
<td>The Capital charge figure is derived from using information from the maximum amount for settlement of legal proceedings in the last 3 years and likelihood of settlement of its ongoing proceedings. See below for legal risk computation</td>
<td>1,343.91</td>
<td>Zenith Bank manages legal risk by monitoring new legislation, creating awareness of legislation among employees. Timely identification of significant legal risks as well as assessing the potential impact of these risks. Management of contractual obligations via well documented Service Level Agreements and other contractual documents.</td>
<td>20%</td>
<td>268.78</td>
</tr>
</tbody>
</table>

7.2.12.2 Mitigation
Zenith Bank manages legal risk by monitoring new legislation, creating awareness of legislation among employees, identifying significant legal risks as well as assessing the potential impact of these risks. Furthermore, the conduct of appropriate product risk review and management of contractual obligations via well documented Service Level Agreements and other contractual documents has enhanced the Bank’s capabilities to effectively manage this risk.

7.2.12.3 Ratings Downgrade Risk
This is the risk of financial loss triggered by a downgrade to the Bank’s credit rating or its debt securities’ ratings and thereby resulting in increased cost of funding. This risk also include the possibility of downgrade of credit rating downgrade of the Bank’s customer/customers.

7.2.12.4 Sources of risk
The sources of downgrade risk to the Bank include a downgrade of the Bank’s own credit rating resulting in the Bank paying more for wholesale funding. Changes in the Bank’s ratings will characteristically have an effect on entities who have a significant amount of funds in the Bank e.g. corporate customers. A downgrade may cause customers to demand for higher interest rates leading to tight margins for the Bank and subsequently, less profit. Furthermore, downgrade of credit rating downgrade of a customer/customers for which Pillar 1 credit risk capital charge is based would lead to increase provisions, there reducing interest income of the Bank.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>This is the risk of financial loss triggered by a downgrade to the Bank’s credit rating or its debt securities’ ratings and thereby resulting in increased cost of funding. This risk also include the possibility of downgrade of credit rating downgrade of the Bank’s customers.</td>
<td>• Downgrade of the Bank's own credit rating resulting in the Bank paying more for wholesale funding. • Downgrade of credit rating downgrade of a customer/customers for which Pillar 1 credit risk capital charge is based.</td>
<td>• The Capital charge figure is derived by assuming interest cost for top deposits increases by 100bps. (This is due to the assumption that a downgrade in the Bank’s ratings would cause a demand for significantly higher interest rates by depositors. • Also, increase in provisioning due to downgrade of top 10 customers’ ratings by 150bps, leading to lower net income. • See below for the risk computation</td>
<td>18,569.51</td>
<td>Strategies are in place to continuously build Zenith’s brand as a reputable international financial institution recognized for innovation, superior performance while creating premium value for all stakeholders. Regular tracking of external rating agencies and internal watch list. Monitoring of customers’ performance.</td>
<td>5%</td>
<td>928.48</td>
</tr>
</tbody>
</table>

### 7.2.12.5 Mitigation

Zenith Bank continues to put in place strategies aimed at building its brand as a reputable international financial institution recognized for innovation, superior performance while creating premium value for all stakeholders. Furthermore, we also keeps track of the rating agencies watch list, monitors the customers’ performance and creates an internal watch list.

### 7.2.13 Physical Security Risk

This is the risk of financial loss and damages to the asset of the Bank as a result of breach of physical securities and barriers. Model risk are the likelihood of losses resulting from using insufficiently accurate models Any tool or process that involves a series of steps to conduct calculations or transform certain inputs into certain outputs, where the results are used for internal decision-making or for external reporting purposes

#### 7.2.13.1 Sources of risk

The sources of physical security risk to the Bank include theft of cash holdings, documents and equipment etc. Also, the harm to staff and persons within the banking environment, vandalism properties and equipment of the Banks a result of unwarranted access are sources of this risk.
<table>
<thead>
<tr>
<th>Definition</th>
<th>Sources of Risk</th>
<th>Assessment Basis/Metrics</th>
<th>Risk exposure (N Million)</th>
<th>Controls in place</th>
<th>Residual Risk Likelihood Assessment (%)</th>
<th>Capital Charge (N Million)</th>
</tr>
</thead>
<tbody>
<tr>
<td>This is the risk of financial loss and damages to the asset of the Bank as a result of breach of physical securities and barriers.</td>
<td>Theft of cash holdings, documents and equipment etc. Harm to staff and persons within the banking environment, Vandalization of properties and equipment of the Bank as a result of breach of physical security.</td>
<td>The Capital charge figure is derived from the excess of the Bank’s cash holding exposure above the vault insurance limit in the last 3 years. See below for physical security risk capital computation</td>
<td>72,396.07</td>
<td>Trainings and awareness session to keep staff aware of security procedures. Cash holdings are kept to a minimum. Comprehensive insurance on properties and assets. Adequate security measures and security operatives at business offices and facilities.</td>
<td>5%</td>
<td>3,619.80</td>
</tr>
</tbody>
</table>

**7.2.13.2 Mitigation**

Zenith Bank continues to put in place trainings and awareness session to keep staff aware of security procedures. We ensure that cash holdings are kept to a minimum and that all properties and assets are adequately insured. Also, the Bank has invested in putting in place adequate security measures and security operatives at business offices and facilities.
8 Stress Testing

Stress Testing refers to the creation of hypothetical scenarios, with respect to the performance/standards of the Bank’s portfolio, which might cause a sharp fall in asset quality. Stress testing is an important risk management tool used by the Bank as part of internal risk management. It alerts the Bank management on the adverse unexpected outcomes related to various risks and provides an indication of the amount of capital required to absorb losses should large shocks occur. It provides an indication on the level of capital necessary to endure deteriorating economic and market conditions.

The Board and the Senior Management of the Bank are involved to ensure that stress testing is appropriately used in risk governance and capital planning. The ultimate responsibility of stress testing programme lies with the Board while the Senior Management is responsible for implementation, management and oversight functions of stress testing.

The Bank ensures that the stress testing methodologies include all relevant risk factors that can affect the corporate, treasury and retail portfolio as a whole or specific sub-segment(s) of the portfolio. The risk factors will be determined by an analysis of the composition and nature of the respective portfolio as well as external environmental factors. A comprehensive list of risk factors will be prepared by combining product-specific, environment-related and regulator-defined risk factors. The Bank will, at the minimum, consider the following direct risk factors:

- Default rates or Non-Performing Loans (or Assets) rates
- Recovery rates for defaulted loans
- Utilization rates or drawdown rates
- Time taken for recovery or closing the open positions in the market
- Expenses involved in recovery process or closing the positions
- Collateral values, other acceptable securities valuation
- Credit grades or any other credit quality indicator
- Banking Book/Trading Book volume (# of positions)
- Interest rates
- Equity prices and stock index
- Exchange rates
- Inflation rate

In addition, zenith bank identifies and select a set of risk factors based on macroeconomic indicators and external environmental factors that will impact the portfolio indirectly by influencing the above-mentioned direct risk factors. The Bank also build statistical or expert judgment based models that would link these risk factors to the above direct risk factors.

Stress tests have been conducted for the following types of risks:

**Pillar – I**
- Credit Risk
- Market Risk
- Operational Risk

**Pillar – II**
- Liquidity Risk
- Interest Rate Risk
- Credit Concentration Risk
8.1.1 Integrated Stress Testing

There are four phases in the Bank’s stress test methodology:

1. Choice of scenario;
2. Translation of scenario;
3. Stress test calculations; and
4. Evaluation of results

The Bank evaluates the main scenarios and their relevance on an ongoing basis. The most relevant scenarios in terms of the current economic situation and related risks are analysed at least once a year. New scenarios may be added when necessary. The scenarios are an essential part of the bank’s capital planning process.

8.1.2 Fixed Income Instruments – FGN Bond & T-Bills

**Stress Scenario on Fixed Income Exposure:**

Since Market Risk Capital Charges are computed based on ‘**Residual Maturity Bucket**’ under the **Maturity Approach**, the Stress Scenario assumes **double (100bp) the change in yield** in Maturity Approach to calculate the Stressed Market Risk Capital.

**Foreign Exchange Exposure**

Under the Standardized Approach, Market Risk Capital is computed based on ‘Net Open Position (NOP)’ and 8% risk weight on the highest of the Net Long & Net Short position.

8.1.3 Stress Testing -Interest Rate Sensitivities (IRBB)

Interest rate sensitivities were carried out using Net Interest Income (NII) and Economic Value of Equity approaches. We assess the impact of parallel shift (of 200bp and 500bp) in interest rate on Net Interest Income and Economic Value of Equity (EVE).

8.1.4 Stress Testing - Operational Risk

The bank currently compute Operational Risk Capital Charge based on ‘**Basic indicator Approach**. With this approach, Operational Risk stress test is empirically difficult to achieve. However, we have made an assumption in stressing the operational risk capital charge position.

The Stress Scenario assumes certain percentage increases in the Capital charge factor to calculate the stressed Operational Risk Capital. The results show that the Bank is sufficiently capitalized to withstand all the scenarios in use. In an extreme scenario, the Bank would remain capitalized, but gradual management interventions would be required.
9 Key Developments in 2019

The bank strived to be efficient in its use of capital through active management of the balance sheet with respect to different asset, liability and risk categories. The Bank’s goal is to enhance returns to shareholders while maintaining a prudent risk and return relationship.

This section describes the main findings in relation to areas of improvement in the field of administrative organization and internal control identified by internal reviews of the business units, audits conducted by the internal audit department and/or the external auditor and audits by the regulator. The bank dedicated particular attention to these items of improvement in 2019.

Risk Management

The Board is committed to improving risk management and increase risk transparency. The bank is presently reporting on Basel II guidelines as stipulated by the regulator (CBN), using the standardized approaches for Credit and Market risk and Basic Indicator approach for Operational Risk capital computations; whilst building capacity to move to the more advanced approaches. However, Internal Measurement approaches were used in determining the economic capital in the 2018 ICAAP report. The bank is also working on improving on some areas such as Internal Liquidity Assessment Adequacy Process (ILAAP), Recovery and Resolution Plans.

General Internal Control Environment

The overall attitude, awareness and actions of directors and management regarding the internal control system and its importance to the bank is appreciable. The Management style, corporate culture, values, philosophy and operating style, the organisational structure, and human resources, policies and procedures are well aligned and fitted for our size and purpose.

Business Continuity Management

The bank has developed a comprehensive bank-wide business continuity plan, which covers the continuity of all key aspects of bank’s operations. The plan outlines the processes, procedures and people necessary to recover and continue critical business processes in the event of a service interruption or major disaster. These plans are all tested at least once every year. ISO certifications have also been pursued and obtained in this regard.

Compliance function

Legislation and regulation in the financial sector continued to be subjected to rapid changes and increasing complexity during the year. Compliance, Risk and Internal Audit departments have been strengthened accordingly. There has been significant investment in systems in order to ensure the ethical business operations and controlled conduct of our business.

Information Technology

As expedient for an international bank of the size of Zenith, the bank has set up an independent Information Security Department headed by a Chief Information Security Officer (CISO) and in compliance with the regulatory requirements of the Central Bank of Nigeria (CBN). Zenith Bank has also made significant progress in the establishment of a Security Operating Centre (SOC).

Since the business activities of the bank depend on IT through payment system (self and agency) or administration systems, a significant proportion of the operational risk concerns IT risk. IT risks can therefore indirectly pose a threat to the bank’s financial position and result. To reduce this risk, a large number of control measures have been implemented in the following areas: organization and policy, security management, incident and problem management, testing, change and configuration management and continuity.

The Bank in 2014, obtained certifications in three ISO standard (Information security, IT services management and business continuity Management). Subsequently, the Bank has embarked on an annual surveillance/re-certification audit of these Standards. We have also been recertified for version 3.1 of the Payment Card Industry Data Security
Standards (PCIDSS), among others. We are also implementing other IT frameworks including the Control Objectives for IT Related Technology (COBIT) and The Open Group Architecture Framework (TOGAF).

**NOTICE**

The disclosures herein are based on the bank’s financial figures as at 30th June 2019 and should be considered in line with the Directors’ Report and Financial Statements for the corresponding period, where more detailed information is available. The disclosures are subject to periodic review, update and internal audit. The information contained in this Pillar 3 disclosure has not been audited by the bank’s external auditors.

For further information on any aspect of this report please contact the bank at www.zenithbank.com.